A CREDENTIAL PHISH STEALS YOUR INFORMATION BY DIRECTING YOU TO A MALICIOUS SITE THAT IMITATES A REAL LOGIN PAGE.

TO AVOID FALLING FOR A SCAM, REMEMBER THESE 3 TIPS:

- **INSPECT THE DOMAIN**
  Look at the domain to verify that you’re on an official website before you provide your credentials.

- **USE BOOKMARKS**
  Use bookmarks to navigate to trusted sites.

- **GUARD YOUR CREDENTIALS**
  Keep your usernames, passwords and security questions and answers private.

YOU ARE THE LAST LINE OF DEFENSE AGAINST PHISHING. IF YOU RECEIVE A SUSPICIOUS EMAIL, REPORT IT IMMEDIATELY.