I use the NIST CSF across business sectors for a diverse group of organizations. I've had to simplify the steps to discovery, risk assessment, target profile, implementation, and assessment. This seems to work well for non-security professionals. Simplicity is best for adoption and translation. NIST has robust SPs, for example, SP 800-53, that cover supply chain risk management, risk assessment, etc. Understanding the other SPs in relation to CSF is key.

One of the weak spots within the CSF is the maturity tiers. The qualitative risk assessment heatmap is inefficient. The industry is moving from qualitative assessment to quantitative. Accurately pin pointing the high risks within context requires a more accurate method. Hubbard and Seiersen have done great work in this area and any quality assessor is using quantitative methodology. If NIST fails to put out a quantitative risk assessment special publication, they may develop a legacy reputation in this area.
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