This October, CyberSafe at USPS® aims to make all USPS employees and contractors experts at identifying every type of lure, worm, and phish. So, keep the fishing almanac on the shelf and float on over to the CyberSafe page on Blue to strengthen your cyber resiliency and participate in the National Cybersecurity Awareness Month theme, “Fight the Bait – Stay CyberSafe.”

From interactive virtual cyber activities to informative videos, the CyberSafe page on Blue is an invaluable resource in spreading cybersecurity best practices.

Here are a few of the many programs CyberSafe has to offer:

- **Monthly awareness campaigns** showcase materials – posters, infographics, articles, and other resources – with cybersecurity best practices for both work and home.
- **CyberSafe Guardians** is a resource hub for the volunteers spreading cybersecurity awareness best practices to their networks at facilities across the country.
- **Virtual awareness activities** provides pre-packaged engaging awareness activities that can be tailored to individual teams to instill best practices and USPS policy awareness.
- **CyberSafe Studio** is a collection of short and entertaining videos made by the USPS Training and Awareness team highlighting real-life cyberthreat scenarios and the impact of making wrong decisions.
- **Incident reporting** promotes USPS’s phishing initiative “Report to CyberSafe” and provides steps to take if you think you’ve been a target.

Be on the lookout for more National Cybersecurity Awareness Month material this October and remember to **Fight the bait – Stay CyberSafe!**

For additional information, please visit, [https://blue.usps.gov/cyber/](https://blue.usps.gov/cyber/) or [https://liteblue.usps.gov/cyber/](https://liteblue.usps.gov/cyber/) or email questions to cybersafecomms@usps.gov.