PROTECT YOURSELF TO PROTECT THE DEPARTMENT

Remember that the most vulnerable aspect of a remote access session is the user and their personal device.

Take extra caution when opening attachments or clicking links from your personal or work email.

Be wary of malware when browsing online and downloading software or executable files on your personal device.

Use a strong and unique passphrase for each personal device, its applications, and the connected Wi-Fi network.

Keep operating systems, firewalls, and anti-malware software up to date.

DID YOU KNOW?
The Department of State protects cyber infrastructure around the U.S. and at 275+ embassies and consulates worldwide against internal threats and external attacks from criminals, cyberterrorists, and hostile nations.