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National Cybersecurity Center of Excellence (NCCoE) Workshop 
June 26, 2012 

Universities at Shady Grove,  
9630 Gudelsky Drive, Rockville, MD 20850 

 
 

8:30 AM – 9:00 AM  Registration 

 
9:00 AM – 9:10 AM 

Speaker: 

 
Welcome and Opening Remarks  
Dr. Charles H. Romine,  
Director, Information Technology Laboratory, National Institute of 
Standards and Technology 
 

 
9:10 AM – 9:30 AM 

Speaker: 

 
Keynote Address  
Dr. Patrick Gallagher 
Under Secretary of Commerce for Standards and Technology and  
Director of the National Institute of Standards and Technology  

 
 
9:30 AM – 9:45 AM 

Speaker: 

 
NCCoE Status  
Donna Dodson 
Chief, Computer Security Division and Acting Executive Director,  
National Cybersecurity Center of Excellence 
 

 
9:45 AM – 10:45 AM 

Moderator: 
 
 
 
 
 
 
 
 
 
 
         

        Description: 

 
Panel 1: NCCoE Proposed Business Model  
Kevin Stine  
Group Manager, Security Outreach and Integration, Computer 
Security Division 

 
Curt Barker, Acting Associate Director Operations, NCCoE 

 
Matt Scholl, Deputy Chief, Computer Security Division 
 
Karen Waltermire, IT Specialist, Computer Security Division 

 
Henry Wixon, Chief Counsel for NIST 
 

Panel members will describe the proposed NCCoE business model 
and processes that would drive operations:  
 

 Business Engagement & Problem Statement Definition 

 Use Case Selection  

 IT Industry Component Selection 

 Implement in Operational Environment  
 
The NCCoE partnering processes will also be discussed to include 
the use of Collaborative Research and Development Agreements 
(CRADAs). 
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10:45 AM – 11:00 AM 
 
Break 
 

 
11:00 AM – 11:30 AM 
 

Moderator: 

 
Panel 1: Q&A   
 
Kevin Stine 
Group Manager, Security Outreach and Integration, Computer  
Security Division 

 
 
11:30 AM – 12:00 PM 

 
Speaker: 

 
 

        Description: 

 
Panel 2: Health IT Partnership  
 
Leon Rodriguez, Director, Office for Civil Rights, US Department of  
Health and Human Services 
 
A discussion on the importance of securing electronic health 
information. An explanation of a business problem from stakeholders 
likely involved in the NCCoE Business Engagement and Problem 
Statement Definition step. 
 

12:00 PM – 1:00 PM 
 
Lunch [provided] 
 

 
1:00 PM – 1:45 PM 

        Moderator: 
        
  
 
        
 

Description:  

 
Panel 3:  Business Community Discussion  
Kevin Stine  
Group Manager, Security Outreach and Integration, Computer 
Security Division 
 
Panel Members - TBD 
 
Representatives of the Health Care Business Community will further 
identify security needs that the NCCoE may be well suited to help.  
This session would be centered on the Use Case Selection step - 
using “securing electronic health records” as an example of a typical 
use case. 
 

 
1:45 PM – 2:30 PM 

Moderator: 
 
                     
 
 

Description: 

 
Panel 4:  Cybersecurity Technologists Discussion 
Kevin Stine Group Manager, Security Outreach and Integration, 
Computer Security Division 
 
Panel Members - TBD 
 
This panel will explore the various technologies, tools, and resources 
that would perhaps provide a solution or integration skill sets to help 
build out the solution, at the NCCoE, in support of industry open 
standards and guidelines.   
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2:30 PM – 2:45 PM 
 

 
Break 
 
 

2:45 PM – 3:30 PM 
Moderator: 

 
 

Description: 

Panel 5:  Center Experiences Discussion 
Matt Scholl  
Deputy Chief, Computer Security Division 
 
This panel will provide experiences, lessons learned, and discuss 
the value of outputs of centers from their own experiences in similar 
constructs. 

 
3:30 PM – 4:00 PM 
 

Speaker: 

 
Closing Remarks and Open Floor Discussion 
 
Ronal W Kaese 
Director, Federal Programs, Maryland Technology Development 
Corporation (TEDCO) 

 

http://www.marylandtedco.org/
http://www.marylandtedco.org/

