Executive Order 13718

“To enhance cybersecurity awareness and protections at all levels of Government, business, and society, to protect privacy, to ensure public safety and economic and national security, and to empower Americans to take better control of their digital security”

Goals of Commission

Develop a narrative and a set of recommendations

- Short-term, practical actions to ambitious, long-term proposals
- Enhance digital economy infrastructure and increase resilience to emerging cybersecurity threats

Audience

Individual consumers, small and medium-sized businesses, large corporations, and local, state, and federal government

Deliverable

Report due to the President on December 1, 2016
Key Issues

- Federal Agency Roles and Responsibilities
- Critical Infrastructure Protection and Resilience
- Cybersecurity Workforce Development
- Security for the Internet of Things
- Research and Development
- Public Awareness and Education
- State and Local Government
- Data and Identity Theft Protection
- International Norms
- Cyber Insurance
- Metrics
Methodology

• Convene five public meetings focused on a subset of the key issues
  • New York, NY: Finance and Cyber Insurance
  • Berkeley, CA: Research and Development, Innovation and Workforce
  • Houston, TX: Critical Infrastructure and State and Local Government
  • Minneapolis, MN: Consumer and Data and Identity Theft Protection
  • Washington, DC: Federal Agency Roles and Responsibilities

• Request for Information
  • Solicit public sector input on key issues
  • Integrate relevant input into Commission Report

• R&D working groups
Objectives

• Develop impactful report with actionable recommendations that address securing and advancing the digital economy over the next 3, 5, and 10 years
  • Raising visibility of current, effective cybersecurity efforts (i.e., NIST initiatives)
  • Moving the needle on cybersecurity; creating a cultural shift
• Report will serve as a cybersecurity roadmap for the next administration
Questions