1. Protect all IP addresses with VPNs.

2. Scan all machines daily on a varying schedule. Check for zombie takeovers.

3. Audit logs of all servers daily.
   a. Scan VPN servers with protection software
   b. Create dummy IP addresses to deflect DDOS attacks

4. Fine all users for violations of protocols, timewasting online, etc. via payroll deductions.

5. Sandbox and scan all incoming emails before distributing to addressees.
   a. Capture and process all badguy emails for counter-hacking.
   b. Review badguy email recipients' outgoing emails.

6. Block all internet connection outside working hours.