This input is for the Table 3: Framework Core - Response Planning (RS.RP) category and Informative References used.

**Response Planning (RS.RP):**
Response processes and procedures are executed and maintained, to ensure timely response to detected cybersecurity events.

The above description reads more like response management than response planning. The description may fit better with planning processes if word "executed" is replaced with the word "documented".

Informative reference Top 20 Critical Security Controls is currently maintained by the Center for Internet Security. The Council on CyberSecurity (CCS) URL forwards to the CIS website now, [https://www.cisecurity.org/](https://www.cisecurity.org/).
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