
State and Local Government Cybersecurity Framework Kickoff Event  
Thursday, March 27, 2014 

National Cybersecurity Center of Excellence, NIST 
8:00 a.m. – 12:30 p.m. 

 
Target Audience: State and local CIOs and CISOs 
 
Opening Comments ................................................................................... 8:00 - 8:10 a.m. 
Michael Daniel, Special Assistant to the President and Cybersecurity Coordinator at the White House, will 
provide opening remarks and welcome participants. 
 

I. Overview of NIST Cybersecurity Activities ............................................ 8:10 - 8:30 a.m. 
Kevin Stine, Manager of the Security Outreach and Integration Group at NIST, will provide an overview of the 
Cybersecurity and Risk Management Frameworks and other NIST projects, discussing how they link to state and 
local government efforts. 

 
II. National Cybersecurity Center of Excellence .......................................... 8:30 - 8:45 a.m. 

Nate Lesser, Deputy Director of NCCoE, will provide an overview of the Center and its mission, specifically as it 
pertains to aiding state and local governments. Discussion to include: core industry partners, resources available, 
and potential pilot implementations. 

 
III. National Governors Association Cyber Initiatives.................................. 8:45 - 9:05 a.m. 

Thomas MacLellan, Director of the Homeland Security and Public Safety Division of the NGA, will provide an 
overview of current and planned cyber initiatives with potential links to the Cyber Framework. 

IV. NASCIO Cyber Initiatives ........................................................................ 9:05 - 9:25 a.m. 
Doug Robinson, Executive Director of NASCIO, will provide an overview of current and planned cyber 
initiatives with potential links to the Cyber Framework. 
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V. Department of Homeland Security Voluntary Program for States ..... 9:40 - 10:00 a.m. 
Jenny Menna, Director of the Stakeholder Engagement and Cyber Infrastructure Resilience Division at DHS, will 
discuss DHS state and local cybersecurity offerings, including the C3 Voluntary Program and MS-ISAC. 

 
VI. Panel Discussion with Private Sector Representatives ....................... 10:00 - 10:50 a.m. 

Maryland CISO Elliot Schlanger will moderate a panel discussion including NCCOE core partners regarding their 
perspectives on Cyber Framework deployment. Panelists: 

Chris Boyer, Assistant Vice President for Public Policy, AT&T 

Danielle Kriz, Director, Global Cybersecurity Policy, Information Technology Industry Council 

John S. Miller, Director of Cybersecurity Policy and Strategy Senior Counsel, Security & Privacy, Intel 
Corporation 

Angela McKay, Director for Cybersecurity Strategy and Policy, Global Security Strategy and Diplomacy, 
Microsoft 

Ken Durbin, Continuous Monitoring and Cybersecurity Practice Manager, Symantec 

VII. Group Discussion ................................................................................... 10:50 - 11:40 a.m. 
Discussion of how current initiatives fit together; identification of gaps; identification of future work needed. 

 
VIII. Way Forward .........................................................................................11:40 - 12:30 p.m. 

Prioritization of next steps; identification of leads for follow-on work; discussion of future related meetings. 
 
Concluding Comments ........................................................ National Security Council Staff 


