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Work Plan: Tasks 
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6. Communication 

1. Population Review Define the Workforce 

Construct the Framework 

2. Training Catalog    Identify training per level 

3. Workforce Baseline Study 

 

Assess quality 

4. Workforce and  

    Training Analysis 

 

Identify gaps 

5. Professional Development  

    Roadmaps 

 

Build pipeline of talent 
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Cybersecurity Workforce Framework 
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Debuts at NICE Workshop 2011! 
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Cybersecurity Course Catalog 
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internal pilot, October 2011 
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National Institute for Cybersecurity Studies 
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Proof of concept in the Exhibit Hall 
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• NICE Cybersecurity Workforce Framework  on Track 3 
Public Release at the NICE Workshop! 

– Tutorial:  Yesterday 

– Framework Introduction:  Today, 10:45-11:40 

– Leveraging National Standards: Today, 11:45-12:40 

– Standards, Industry Perspective: Today, 1:45-2:40 

 

•  Digital Literacy  on Track 1 with streaming video 

– Digital Literacy Initiatives:  Today, 2:45-3:40 

– Changing Behavior in the Workplace: Today, 4:00-4:55 

– Federal Awareness Training: Tomorrow, 11:00-11:55 
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Component 4 Sessions (Part 1) 
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• Training Catalogue 

– Framework Application: Yesterday, at tutorial 

 

• Baselines and Assessments   on Track 3 

– Determining Current Cybersecurity Capabilities:  

Today, 2:45-3:40 

 

• National Initiative for                      

Cybersecurity Studies (NICS)      on Track 3 

– Introduction: Tomorrow, 9:35-10:30 

– In-Depth Discussion: Tomorrow, 11:00-12:00 

– Mock-up of Portal with Usability Testing: Exhibit Booth 
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for all  

of NICE 

Component 4 Sessions (Part 2) 


