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General Comment

Validato.io is a security controls validation platform that uses attack simulations based on MITRE
ATT&CK techniques to test the effectiveness of security controls. The unbiased attack simulation results
data is then mapped back to the NIST CSF framework. Validato is designed to provide CISOs and risk
professionals with clear performance data on how they are able to protect against, detect and respond to
cyber threats.

Expanding the attack simulation use case to test vendor and supplier security control effectiveness would

be a logical next step. Validato would be open to collaborating with NIST to contribute to the creation of a
workable and open standard to test and measure supply chain resilience to cyber threats.
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