
CASE TITLE/SUBJECT 

# Point of Contact Comment Type Section Referenced  Line # Referenced Comment Recommendations 

1 Rod Buell General i 2 
Cybersecurity risk and cyberseurity maturity are 
definitely linked, but this seems to be much more of a 
maturity document. 

The NIST Cybersecurity Framework 2.0 provides guidance to industry, 
government agencies, 2 and other organizations to reduce cybersecurity 
risks by proving tools to evaluate and improve an organizations 
cybersecurity maturity. 

2 Rod Buell General i 11 Add cybersecurity maturity to the Keywords. Add cybersecurity maturity to the Keywords. 

3 John Yi General 7 241 Add one or more examples of Categories. Add one or more examples of Categories. 

4 John Yi General 7 242 Add one or more examples of Subcategories. Add one or more examples of Subcategories. 

5 Rod Buell General 13 453 
Fig 5 seems to represent one of the key outcomes of 
the document.  This is an illustration of cybersecurity as 
opposed to the stated focus of cybersecurity risk. 

Change title to Cybersecurity Maturity Levels. 

6 Sean Kruchten Editorial 30 824 
Table 5-10 has missing border lines for some boxes, 
both vertical and horizontal. 

This can happen with Microsoft Word tables sometimes, particularly when 
the document resides in sharepoint, and then when the document gets 
converted to PDF. Verify all tables for correct formatting and borders after 
converting to PDF and before publishing. 

7 Lorrin Massengill General 1 77 

Suggest describing what the CSF Core is. For instance, in 
Version 1.1, the Core was introduced as follows: "The 
Framework Core is a set of cybersecurity activities, 
outcomes, and 
informative references that are common across sectors 
and critical infrastructure." 

Suggest providing more context/definition to what the Framework Core is 
and entails. 

8 Monica Wilson General N/A N/A 

Consider adding examples of Organizational Profiles 
(including tiers) and action plans to the NIST 
Cybersecurity Framework website. It would be 
extremely helpful to see a complete example as the CSF 
2.0 Core Functions, Categories, and Subcategories 
tables for the other areas. 

Consider adding examples of Organizational Profiles (including tiers) and 
action plans to the NIST Cybersecurity Framework website. It would be 
extremely helpful to see a complete example as the CSF 2.0 Core 
Functions, Categories, and Subcategories tables for the other areas. 


