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Overall Starting 

Points• Want use cases that work across 

multiple clouds and in different 

environments

• Aim at specific use cases that can 

provide insight as to how clouds CAN 

work as well as demonstrations of how 

clouds work now

• Reference implementations to enable 

feasibility exercises

• Continuously growing, publicly 

accessible portal to showcase results



Methods to be used
• Initial use cases provided by 

government with community input

• Legacy specifications also provided for 
reference

• Generate use cases including testing

• Starting point: 
http://www.nist.gov/itl/cloud/use-
cases.cfm

• Following methods of book by A. 
Cockburn, “Writing Effective Use Cases”

http://www.nist.gov/itl/cloud/use-cases.cfm
http://www.nist.gov/itl/cloud/use-cases.cfm
http://www.nist.gov/itl/cloud/use-cases.cfm
http://www.infor.uva.es/~mlaguna/is1/materiales/BookDraft1.pdf


http://www.nist.gov/itl/cloud/use-cases.cfm

http://www.nist.gov/itl/cloud/use-cases.cfm
http://www.nist.gov/itl/cloud/use-cases.cfm
http://www.nist.gov/itl/cloud/use-cases.cfm


SAJACC Presentation
• Error, failure and exceptions need to be 

documented and recorded

• Several different types of “actors” kept 
coming up and were documented by 
SAJACC for use in initial scenarios.

• Taxonomy from these initial exercises 
should be documented and recorded

• Several worked out scenarios were 
presented

• “SAJACC not about getting cloud started 
- it is already started!”



General Comments
• Of the 11 different cloud offerings 

approved by GSA so far, interoperability 
and portability between these has not 
been demonstrated.  Should it be 
required? (Note: these are IaaS at 
present.)

• Many ways based on existing standards 
to meet each of the use case 
requirements

• Four breakout sessions followed (of 
which three met):

• Actors

• Missing Use Cases

• Intellectual Property

• Available Standards



Breakout Group 1:

Actors
Lee Badger and Alan Sill



“Actors” = Anything With 

“Behavior”
• Important Actors for Public Clouds

... from http://www.nist.gov/itl/cloud/actors.cfm

http://www.nist.gov/itl/cloud/actors.cfm


Further Actor Examples

... from http://www.jspg.org/wiki/VO_Portal_Policy

...

http://www.jspg.org/wiki/VO_Portal_Policy


Breakout Group 2:

Missing Use Cases

Winston Bumpus et al.



SAJACC Missing Use Cases
• Existing ones are mostly IaaS

• Need criteria for completeness

• Mention variations of and variants within 
use cases

• Need a method (= twiki!) to gather 
additional use cases

• Need to prioritize these and analyze gaps

• Users (community) should prioritize use 
cases (interactive user input)

• Need to look at methods for categorization 
and analysis of use cases



Breakout Group 3:

Intellectual Property 

and Testing Issues

Jin Tong et al.



Intellectual Property Issues

• What’s the motivation/impact to the 
vendors/providers?

• Why would the cloud provider care?

• What is the role of the service vendor?  
User?

• Is the provider going to participate, and how 
to participate in the testing?

• How much IP collaboration from the 
vendor/provider that is needed?

• Answers to these questions will play a 
strong role in the success of SAJACC

(More questions than answers)



Intellectual Property & Testing 

Issues• Testing:

• What's the purpose of doing the whole testing 
process? How to interpret the test results?

• In the output of the use case testing, should 
publish whether or not standards are used

• How many systems/interfaces need to be 
identified?

• If to prove feasibility, one provider should be 
enough

• Use WS-I.org lessons learned to benefit the 
process

• Software (SaaS) level interoperability testing is 
a little harder



Breakout Group 4:

Role of Existing 

Standards

Mark Carlson et al.



3.1 Open An Account

• Existing Standards

• PCI

• OAuth

• Banking industry standards – needs researching



3.2 Close An Account

• Existing Standards

• PCI

• CDMI – data sanitization



3.3 Terminate An Account

• Existing Standards

• PCI

• Customer protection rules should be looked at

• Disposition of privacy data



3.4, 3.5, 3.6 Copy Data Objects 
Into, Out Of  A Cloud; Erase Data

• Existing Standards

• CDMI (including data sanitation)

• SRM

• OCCI



3.7 VM Control: 
Allocate VM Instance

• Existing Standards

• OCCI 



3.8 VM Control: Manage Virtual 
Machine Instance State

• Existing Standards

• OCCI 



3.9 Query Cloud-Provider 
Capabilities and Capacities

• Existing Standards

• OCCI 

• CDMI



4.1 Copy Data Objects between 
Cloud-Providers

• Existing Standards
• CDMI
• FTP, gridFTP
• scp
• SRM

• Comment:
• Failure Condition needs to take the verification of a 

successful copy into account
• The use case is unnecessarily complicated by the use 

of Virtual Machines here – the data movement 
should be able to happen provider, client, provider as 
well, also this case should use the hard disk as well.



4.5 Migrate (fully-stopped) VMs from 
one cloud-provider to another

• Existing Standards

• OVF


