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Contact Your Local MEP Center:
https://www.nist.gov/mep/contact-your-local-mep-center
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Upcoming In-
Person Event

Cybersecurity Connections Event and
Networking Lunch: Manufacturing
and Operational Technology (OT)
Cybersecurity

* Date: Tuesday, May 21, 2024
* Time: 11:00am-1:30pm

* Location: National Cybersecurity Center of Excellence
(NCCoE), 9700 Great Seneca Hwy, Rockville, MD 20850

Registration for in-person attendance only:
https://www.nccoe.nist.gov/get-involved/attend-events
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Thank You for Joining Today’s Webinar!

FOR FURTHER INFORMATION AND/OR QUESTIONS ABOUT OUR
SMALL BUSINESS CYBERSECURITY RESOURCES:

smallbizsecurity@nist.gov

FOR FURTHER INFORMATION AND/OR QUESTIONS ABOUT THE
NIST MEP NETWORK CYBERSECURITY RESOURCES:

mepcyber@nist.gov
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