
 

 

 

 

 

 

  
To: cyberframework 
Subject: NIST CSF 2.0 Draft (April 2023) Feedback 
Date: Tuesday, April 25, 2023 9:04:49 AM 

To whom it may concern: 
The updated organization of the document aligns well with 800-53R5 and the updates in SCRM. I 
have the following comment: 

Within the Risk Assessment category, I would suggest to move the following step: 
ID.RA-08: Risks associated with technology suppliers and their supplied products and services are identified, 
recorded, prioritized, and monitored (formerly ID.SC-2 and PR.DS-8) 

To either ID.RA-02 or between ID.RA-03 and 04. The logic being that supply chain risks associated 
with identified hardware and software should be identified early in the risk assessment to avoid 
spending resources on components that may have serious supply chain risks. The corresponding 
supply chain risks can be prioritized and risk responses associated with potential supply chain risks 
can be included and planned for along with traditional vulnerability and threat vectors in ID-
RA.06/07. 

Thank you for your time. 

Respectfully, 

Adam Jones, MS, CISSP 
Information Assurance Analyst, Security Risk Solutions, Inc. 
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