
The SABSA Institute (TSI) would like to take advantage of the oppo1tunity to provide 
input into the next version of the NIST Cybersecmity Framework (CSF). Many 
organizations that have or are developing SABSA-based secmity architecnll'es also use 
the NIST CSF. The NIST CSF has become one of the more popular secmity 
:frameworks, embraced by many industries, regulato1y bodies and even countries as the 
leading method for applying processes and conn·ols to deal with ever-evolving cyber 
threats. 

The SABSA Institute (TSI) is recommending additions to the NIST CSF v2 related to 
three (3) specific themes (Themes #4, #5 and #6) outlined in the NIST CSF V2 
Concept Paper. 

Please find attached the recommendations drafted by the The SABSA Institute 
workgroup lead by Glen Brnce. 

Can you confum receipt of this e-mail? 

Thank you. 

Kind Regards, 
Maruice Smit 
deputy Chief Architect and Board of Trnstee member of the SABSA Institute 




