
 

 
 
 

  

 

 

 

  

 

 

  

 

    

 

 

  

 

 

 

 

 

 

     

  

 

 

     

 

  

 

 

 

 

  

  

    

   

    

     

      

April 25, 2022 

National Institute of Standards and Technology 

Applied Cybersecurity Division 

Cybersecurity Framework 

100 Bureau Drive, Stop 2000 

Gaithersburg, MD 20899 

Submitted via email to CSF-SCRM-RFI@nist.gov 

RE: Evaluating and Improving NIST Cybersecurity Resources: The 

Cybersecurity Framework and Cybersecurity Supply Chain Risk 

Management; NIST-2022-0001 

NIST ACD CSF Team: 

The Operational Technology Cybersecurity Coalition (OT Cyber Coalition) appreciates 

the opportunity to submit feedback to the teams at the National Institute of Standards 

and Technology (NIST) working on potential updates to the Cybersecurity Framework 

(CSF). 

The OT Cyber Coalition is a diverse group of leading cybersecurity vendors, founded by 

Claroty, Forescout, Honeywell, Nozomi Networks, and Tenable. Representing the entire 

OT lifecycle, the OT Cyber Coalition believes that the strongest, most effective 

approach to securing our nation’s critical infrastructure is one that is open, vendor-

neutral, and allows for diverse solutions and information sharing without compromising 

cybersecurity defenses. 

As a foundational cybersecurity standard, the impact of the existing guidance and any 

future guidance is monumental. In order to help better inform the community of 

stakeholders that will rely on the NIST CSF, we offer the following feedback that 

incorporates perspectives gained from every sector and phase of the cybersecurity 

lifecycle. While we have responded to specific questions, the ultimate goal of our 

feedback is to promote a standards-based approach that allows for vendor- and 

technology-neutral solutions to be adopted by anyone, anywhere, and in any sector. 
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