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1. PURPOSE 30 

This suborder delineates the requirements, roles, responsibilities, and authorities necessary for the 31 

full and effective implementation of NIST Order 7201.00 as it applies to RAM at NIST 32 

Gaithersburg.2, 3 33 

 34 

 35 

2. BACKGROUND 36 

NIST Order 7201.00 delineates the requirements, roles, responsibilities, and authorities necessary 37 

for the full and effective implementation of NIST Policy 7200.00  as it applies to RAM and 38 

ionizing-radiation-producing machines at NIST. This suborder pertains to RAM at NIST 39 

Gaithersburg. Other suborders pertain to RAM at NIST Boulder and to ionizing-radiation-producing 40 

machines at NIST Gaithersburg and at NIST Boulder. 41 

 42 

3. APPLICABILITY 43 

 44 

a. This suborder applies to NIST employees and associates at NIST Gaithersburg whose 45 

duties involve potential exposure to radiation from the permitted radioactive material and 46 

activities in 3b. 47 

 48 

b. Permitted radioactive material and activities: 49 

 50 

(1) The acquisition, use, transfer, distribution, and disposal of the form and quantities of 51 

RAM specified in NRC Form 374 for the current version of NIST’s radioactive 52 

materials license SNM-362; 53 

 54 

(2) The distribution of the form and quantities of RAM specified in NRC Form 374 for 55 

the current version of 19-23545-01E; 56 

 57 

(3) The acquisition, use, transfer, and disposal of RAM specified as a GL; 58 

 59 

(4) The acquisition, use, transfer, and disposal of the form and quantities of RAM 60 

permitted under the exemptions in 10 CFR Parts 30 and 40;  61 

 62 

(5) Off-site use of RAM specified in NRC Form 374 for the current version of SNM-362; 63 

and 64 

 65 

(6) Production of incidentally activated radioactive material from operations of a particle-66 

beam accelerator or neutron-generating device (non-reactor). 67 

 68 

 
2 Terms and acronyms are defined in Sections 5 and 6, respectively. 
3 This suborder does not apply to any activities conducted under the auspices of NRC reactor license TR-5. 

http://inet.nist.gov/oshe/directives/ionizing-radiation-safety-order.cfm
http://inet.nist.gov/oshe/directives/ionizing-radiation-safety-order.cfm
http://inet.nist.gov/oshe/directives/upload/Final-NIST-P-720.pdf
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c. Prohibited activities: 69 

 70 

(1) Intentional administration of radiopharmaceuticals or intentional direct exposures of 71 

human or live animal subjects;  72 

 73 

(2) Environmental tracer studies involving the willful and direct release of radioactive 74 

material; 75 

 76 

(3) Intentional operation of a particle-beam accelerator to produce radioactive material for 77 

its radioactive properties; 78 

 79 

(4) Acquisition of SNM of Moderate Strategic Significance; and 80 

 81 

(5) Aggregation of RAM resulting in NIST possessing SNM of Moderate Strategic 82 

Significance. 83 

 84 

4. REFERENCES4  85 

 86 

a. NIST Policy 7200.00, Ionizing Radiation Safety 87 

 88 

b. NIST Order 7201.00, Ionizing Radiation Safety – RAM and Ionizing-Radiation-Producing 89 

Machines 90 

 91 

c. NIST Ionizing Radiation Safety Committee (IRSC) Charter 92 

 93 

d. NRC License SNM-362 94 

 95 

e. NRC License 19-23545-01E 96 

 97 

f. NIST S 7101-24_Incident Reporting and Investigation 98 

 99 

g. NRC Confirmatory Order EA-09-142 (NRC Inspection Report 030-03732/2008-001, NRC 100 

Investigation Report 4-2008-062), March 1, 2010 101 

 102 

h. NUREG 1556, Consolidated Guidance About Materials Licenses, Volumes 5, 6, 7, 8, 11, 103 

17, and 21 104 

 105 

i. NUREG 1516, Management of RAM Safety Programs at Medical Facilities 106 

 107 

j. Federal Register / Vol. 72, No. 189 / Monday, October 1, 2007 108 

 
4 Unless explicitly stated otherwise, each reference pertains to the most recent published version.    

http://inet.nist.gov/oshe/directives/upload/Final-NIST-P-720.pdf
http://inet.nist.gov/oshe/directives/ionizing-radiation-safety-order.cfm
https://oshe.nist.gov/web/committee/SitePages/committee.aspx?Title=Ionizing%20Radiation%20Safety%20Committee%20%28IRSC%29
http://www.nrc.gov/reading-rm/doc-collections/nuregs/staff/sr1556/
http://www.nrc.gov/reading-rm/doc-collections/nuregs/staff/sr1516/
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 109 

k. 10 CFR 2, 19, 20, 21, 30, 31, 32, 33, 36, 37, 40, 61, 70, 71, 72, 73, 74, and 110 110 

 111 

l. 49 CFR 170 – 189 112 

 113 

m. NIST S 7101-21_Personal Protection Equipment 114 

 115 

n. NIST S 7101-04_Safety and Health Requirements for Minors 116 

 117 

o. NIST S 7101-02_Employee Reporting of Unsafe or Unhealthful Working Conditions 118 

 119 

p. NIST Suborder 7101.59, Chemical Hazard Communication 120 

 121 

5. DEFINITIONS 122 

Definitions common to all NIST ionizing-radiation-safety programs are provided in NIST Order 123 

7201.00. Definitions specific or applicable to this suborder are:    124 

 125 

a. 19-23545-01E – A NRC license to manufacture, process, produce, package, repackage, or 126 

transfer quantities of byproduct material for commercial distribution to persons exempt 127 

pursuant to 10 CFR 30.18 or the equivalent regulations of an Agreement State. 128 

 129 

b. ALARA – An acronym for "As Low As is Reasonably Achievable", which means making 130 

every reasonable effort to maintain exposures to ionizing radiation as far below the dose 131 

limits in 10 CFR 20 as is practical consistent with the purpose for which the licensed 132 

activity is undertaken, taking into account the state of technology, the economics of 133 

improvements in relation to the state of technology, the economics of improvements in 134 

relation to benefits to the public health and safety, and other societal and socioeconomic 135 

considerations, and in relation to utilization of nuclear energy and licensed materials in the 136 

public interest.  137 

 138 

c. Allegation – A declaration, statement, or assertion of impropriety or inadequacy associated 139 

with NRC-regulated activities, e.g., unsafe practices or potential violations of RSP 140 

requirements, the validity of which has not been established. 141 

 142 

d. Alternate Supervised-User Supervisor – A Source User with the additional 143 

responsibility and authority to provide task-specific training and direct supervision of a 144 

Supervised User as an alternate to the primary Supervised-User Supervisor, when 145 

designated to do so by the Supervised-User Supervisor. 146 

 147 

https://oshe.nist.gov/apps/docs/programs/Documents/NIST%20S%207101-02_Employee%20Reporting%20of%20Unsafe%20or%20Unhealthful%20Working%20Conditions_052314.docx
http://inet.nist.gov/oshe/directives/ionizing-radiation-safety-order.cfm
http://inet.nist.gov/oshe/directives/ionizing-radiation-safety-order.cfm
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e. Acquisition – The process which results in RAM being procured or otherwise physically 148 

possessed by a NIST employee or associate at NIST Gaithersburg.5 It does not indicate 149 

NIST’s ownership status of the RAM. 150 

 151 

f. Annually – At least once each year with an interval not to exceed 15 months. 152 

 153 

g. Authorized Source Use - The documented approval, including hazards review and 154 

conditions or limitations for the use of a RS# Source, which has been submitted via a 155 

NIST-364 and modified by NIST-365s. The Authorized Source Use for each source can be 156 

found in the RSIMS database under the sections Authorizations and Radiological Hazards 157 

and Supplemental Controls. 158 

 159 

h. Authorized Use Permit (used synonymously with Permit) – The documented approval of 160 

a proposed experimental activity utilizing RAM under the SNM-362 license. The Permit 161 

will contain the SNM-362 types and quantities of RAM that may be used, the Source-Use 162 

protocols, the RAM facilities, and the Source Users, as well as engineering and 163 

administrative controls based on a Safety Evaluation. Subsequent authorization under a 164 

NIST-364 or NIST-365 is required to commence work. 165 

 166 

i. Authorized Use Permit Administrator – A Source User that has been approved by their 167 

Division Chief and the RSO who has the responsibility to oversee the Authorized Use 168 

Permit Request and the Authorized Use Permit Amendment Requests for a particular 169 

Permit.  170 

 171 

j. Authorized Use Permit Amendment Request – A document developed by an OU, with 172 

assistance from RSD, to amend a Permit. The Permit modifications are approved when an 173 

Authorized Use Permit Amendment Request is approved by the RSO pursuant to the 174 

approval by the IRSC of a Safety Evaluation of the Authorized Use Permit Amendment 175 

Request performed by an IRSC-approved RSO designee. 176 

 177 

k. Authorized Use Permit Request – A document developed by an OU, with assistance 178 

from RSD, to define the activities and conditions of a new Permit. The Permit is created 179 

when an  Authorized Use Permit Request has been approved by the RSO pursuant to the 180 

approval by the IRSC of a Safety Evaluation of the Authorized Use Permit Request 181 

performed by an IRSC-approved RSO designee. 182 

 183 

 

5 NIST O 7101.00, Occupational Safety and Health Management System, defines an “associate” as an individual 

conducting work at a NIST workplace who (a) is not a NIST employee, (b) is not required to conduct work in 

accordance with their own employer’s NIST-accepted safety plan, and (c) has signed an agreement to comply with 

NIST and sponsoring Organizational-Unit administrative requirements, including safety requirements.  
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l. Biennially – At least once every two years with an interval not to exceed two and one-half 184 

years. 185 

 186 

m. Byproduct Material –  187 

 188 

(1) Any RAM (except SNM) yielded in or made radioactive by exposure to the radiation 189 

incident to the process of producing or using SNM; 190 

 191 

(2) The tailings or wastes produced by the extraction or concentration of uranium or 192 

thorium from ore processed primarily for its source material content, including 193 

discrete surface wastes resulting from uranium solution extraction processes. 194 

Underground ore bodies depleted by these solution extraction operations do not 195 

constitute "byproduct material" within this definition; 196 

 197 

(3) Any discrete source of radium-226, or any material that has been made radioactive by 198 

use of a particle-beam accelerator, that is produced, extracted, or converted after 199 

extraction for use in a commercial, medical, or research activity; and 200 

 201 

(4) Any discrete source of naturally occurring RAM, other than source material, that: 202 

 203 

(a) Has been determined by the NRC, in consultation with the Administrator of the 204 

Environmental Protection Agency, the Secretary of Energy, the Secretary of 205 

Homeland Security, and the head of any other appropriate Federal agency, would 206 

pose a threat similar to the threat posed by a discrete source of radium-226 to the 207 

public health and safety or the common defense and security; and 208 

 209 

(b) Is extracted or converted after extraction for use in a commercial, medical, or 210 

research activity. 211 

 212 

n. Category 1 Quantity of RAM – A quantity of RAM meeting or exceeding the Category 1 213 

threshold in Table 1 of Appendix A to 10 CFR 37. Category 1 quantities of RAM do not 214 

include the RAM contained in any fuel assembly, subassembly, fuel rod, or fuel pellet. 215 

 216 

o. Category 2 Quantity of RAM – A quantity of RAM meeting or exceeding the Category 2 217 

threshold but less than the Category 1 threshold in Table 1 of Appendix A to 10 CFR 37. 218 

Category 2 quantities of RAM do not include the RAM contained in any fuel assembly, 219 

subassembly, fuel rod, or fuel pellet. 220 

 221 

p. Controlled-Access Area – Any temporarily or permanently established area which is 222 

clearly demarcated, access to which is controlled, and which affords isolation of the 223 

material or persons within it. 224 

 225 
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q. Declared Pregnant Worker – A worker who has voluntarily informed the RSO, in 226 

writing, of their pregnancy and the estimated date of conception. The declaration remains 227 

in effect until the declared pregnant worker withdraws the declaration in writing or is no 228 

longer pregnant. 229 

 230 

r. Direct Supervision – Relative to a Supervised User, a term meaning that the Supervised-231 

User Supervisor shall be available for consultation within a reasonable amount of time 232 

commensurate with the need for consultation, based on the proficiency of the Supervised 233 

User and the hazards and risks associated with the task being performed. 234 

 235 

s. Radiation Facility Owner (RFO) – A Source User that has been approved by their 236 

Division Chief and the RSO to manage access to a RAM Facility and to act as a liaison to 237 

the RSD.  238 

 239 

t. GL (General License) – A license provided by regulation that grants authority to a person 240 

for certain activities involving byproduct material, source material, or SNM and is 241 

effective without the filing of an application with the NRC or the issuance of a licensing 242 

document to a particular person. See 10 CFR 31, 40, and 70, and the applicable license for 243 

authorizations, limitations, and restrictions. 244 

 245 

u. GL Device – A device typically used to detect, measure, gauge, or control the thickness, 246 

density, level, or chemical composition of various items and that is governed by a GL.  247 

Examples of such devices are gas chromatographs (detector cells), density gauges, fill-248 

level gauges, and static elimination devices. 249 

 250 

v. RSD (Radiation Safety Division) – The group of health physics staff members at NIST 251 

located organizationally in the Office of Safety, Health, and Environment (OSHE).  252 

 253 

w. Incident – For the purposes of the suborder, an unplanned event in which any of the 254 

following, individually or in combination, occurred or had a plausible likelihood of 255 

occurring: internal exposure to radiation, excessive external exposure to radiation, spill of 256 

RAM, release of RAM to the environment. 257 

 258 

x. Incidentally-Activated RAM – Material that becomes radioactive when a particle-beam 259 

accelerator is operated for purposes other than the deliberate production of RAM for use in 260 

a commercial, medical, or research activity.  261 

 262 

y. Ionizing Radiation – Sometimes referred to hereafter as “radiation”, alpha particles, beta 263 

particles, gamma rays, x rays, neutrons, high-energy electrons, high-energy protons, and 264 

other particles capable of producing ions when they impinge on or penetrate matter. 265 

 266 
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z. IRSC (Ionizing Radiation Safety Committee) – An official NIST standing committee 267 

that reports to and assists the NIST Director in the oversight of the operations and activities 268 

of all NIST ionizing-radiation-safety programs except for the ionizing-radiation-safety 269 

program under NRC Reactor License TR-5. 270 

 271 

aa. IRSC-Approved RSO Designee (used synonymously with IRSC-Approved Designee) – 272 

An individual requested by the RSO and approved by the IRSC who, once approved, may 273 

be designated by the RSO to carry out IRSC-specified functions on behalf of the RSO. 274 

 275 

bb. Licensed RAM – As used herein, byproduct material, source material, and SNM that is 276 

acquired, used, transferred, or disposed of under SNM-362 or as a GL device.  A term also 277 

used synonymously with licensed source. 278 

 279 

cc. Licensed Source – A term used synonymously with licensed RAM. 280 

 281 

dd. LC RAM (Limited Control RAM) – RAM that is: 282 

 283 

(1) Byproduct material exempted under 10 CFR 30; 284 

 285 

(2) Unimportant quantities of source material as per 10 CFR 40.13; 286 

 287 

(3) RAM such as that described in 10 CFR 31.8, 10 CFR 40.22, and 10 CFR 70.19 that is 288 

not part of a GL device; 289 

 290 

(4) Incidentally-Activated RAM; or  291 

 292 

(5) Any other RAM determined by the RSO to warrant some degree of control for RSP 293 

purposes that is not covered elsewhere in this suborder. 294 

 295 

ee. Nationally Tracked Source – A sealed source containing a quantity of any RAM greater 296 

than or equal to Category 1 quantities of RAM or Category 2 quantities of RAM. In this 297 

context only, a sealed source is defined as RAM that is sealed in a capsule or closely 298 

bonded in a solid form and which is not exempt from regulatory control. It does not mean 299 

material encapsulated solely for disposal or nuclear material contained in any fuel 300 

assembly, subassembly, fuel rod, or fuel pellet. 301 

 302 

ff. NCNR HP (NIST Center for Neutron Research Health Physics) – The group of health 303 

physics staff members located organizationally in the NIST Center for Neutron Research.   304 

 305 

gg. NIST-364 – A term synonymously with source acquisition and use request. 306 

 307 
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hh. NIST-365 – A term used synonymously with source-use change request. 308 

 309 

ii. Non-RS# Source – Any SNM-362 RAM that has not been assigned a RS#.  310 

 311 

jj. NSO (NIST Security Officer) – The individual responsible for managing the NIST 312 

security program, including, but not limited to, coordination of law enforcement operations 313 

and investigations with the DOC Office of Security, in accordance with the requirements 314 

of NIST’s NRC licenses and applicable Federal, State, and local regulations.  315 

 316 

kk. NUREG – A NRC technical report designation. 317 

 318 

ll. Occupational Dose – The dose received by an individual in the course of employment in 319 

which the individual's assigned duties involve exposure to radiation or to RAM from 320 

licensed and unlicensed sources of radiation, whether in the possession of the licensee or 321 

other person. Occupational dose does not include doses received from background 322 

radiation, from any medical administration the individual has received, from exposure to 323 

individuals administered RAM, from voluntary participation in medical research programs, 324 

or as a member of the public. 325 

 326 

mm. Particle-Beam Accelerator (used synonymously with Accelerator) – Any machine 327 

capable of accelerating electrons, protons, deuterons, or other charged particles in a 328 

vacuum and of discharging the resultant particulate or other radiation into a medium at 329 

energies usually in excess of 1 MeV.  330 

 331 

nn. Permit – A term used synonymously with authorized use permit. 332 

 333 

oo. Permit administrator – A term used synonymously with authorized use permit 334 

administrator. 335 

 336 

pp. Person – (1) Any individual, corporation, partnership, firm, association, trust, estate, 337 

public or private institution, group, Government agency other than the Commission or the 338 

Department of Energy, except that the Department of Energy shall be considered a person 339 

within the meaning of the regulations in this part (10CFR part 20) to the extent that its 340 

facilities and activities are subject to the licensing and related regulatory authority of the 341 

Commission pursuant to section 202 of the Energy Reorganization Act of 1974 (88 Stat. 342 

1244), any State or any political subdivision of or any political entity within a State, any 343 

foreign government or nation or any political subdivision of any such government or 344 

nation, or other entity; and (2) any legal successor, representative, agent, or agency of the 345 

foregoing. 346 

 347 

qq. Public Dose – The dose received by a member of the public from exposure to radiation or 348 

to RAM released by a licensee, or to any other source of radiation under the control of a 349 
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licensee. Public dose does not include occupational dose or doses received from 350 

background radiation, from any medical administration the individual has received, from 351 

exposure to individuals administered RAM and released under 10 CFR 35.75, or from 352 

voluntary participation in medical research programs. 353 

 354 

rr. Radiological Hazard Assessment –  355 

 356 

(1) A delineation of the radiological hazards and maximum potential exposures presented 357 

by the RAM associated with a specific activity or set of activities; and 358 

  359 

(2) The identification of any activity-specific regulatory or RSP requirements related to 360 

posting, dosimetry, monitoring, leak testing, etc. 361 

 362 

ss. Radiological Hazard Mitigation Plan – A document specifying the proactive and real-363 

time measures that must be implemented to reduce the risks associated with the hazards 364 

delineated in a radiological hazard assessment to acceptable levels, including engineering 365 

and administrative controls, personal protective equipment, and activity-specific 366 

emergency procedures.    367 

 368 

tt. RAM (Radioactive Material) – Material permitted at NIST Gaithersburg under SNM-369 

362, a GL, or as LC RAM. 370 

 371 

uu. RAM Facility – A building, room, or area that has been approved by the RSO as being 372 

suitable for the purpose of using or storing sources or for the operation of a particle-beam 373 

accelerator or neutron-generating device. 374 

 375 

vv. RAM Shipper – An individual who packages, labels, manifests, and ships RAM in 376 

accordance with applicable DOT, NRC, U.S. Postal Service, IATA, and RSP requirements. 377 

 378 

ww. Reportable Quantity of SNM – SNM in a quantity totaling 1 g or more of contained U-379 

235, U-233, or plutonium. For reporting purposes, fractional quantities of 0.5 g or more are 380 

to be rounded up to the next whole unit. 381 

 382 

xx. RS# – For the purpose of accountability, an alpha-numeric identifier assigned by RSD to 383 

SNM-362 RAM that exceeds the quantities specified in the RSP6 or to a GL device. 384 

 385 

yy. RS# Source – SNM-362 RAM or a GL device that has been assigned a RS#. 386 

 387 

 
6 Based on Appendix C of 10 CFR 20, as modified in SE-0005, Selected Low-Risk Uses.  
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zz. RSI (Radiation Safety Instruction) – A procedure or set of procedures implemented by 388 

RSD to ensure that specific requirements of the RSP are met. 389 

 390 

aaa. RSO (Radiation Safety Officer) – The individual, meeting the requirements of the NRC, 391 

who is responsible for managing the RSP, including all aspects of the utilization of 392 

sources under the RSP, in accordance with the requirements of NIST’s NRC licenses; 393 

applicable Federal, State, and local regulations; and this suborder. 394 

 395 

bbb. RSP (Radiation Safety Program) – As used herein, the program at NIST 396 

Gaithersburg for controlling the receipt, possession, use, distribution, transfer, and 397 

disposal of SNM-362 RAM, GL devices, and LC RAM in such a manner that the total 398 

dose to an individual, including doses resulting from licensed and unlicensed radioactive 399 

material and from radiation sources other than background radiation, does not exceed the 400 

standards for protection against radiation prescribed in applicable regulations. The RSP 401 

comprises the following elements, implementation of which will result in all applicable 402 

regulatory and license requirements being met:    403 

 404 

(1) This suborder and all supporting suborder-specific directives, including procedures, 405 

guidance, and notices;  406 

 407 

(2) All required tools, including RSIs, training, forms, instructions, and information-408 

management systems; and 409 

 410 

(3) Any documented experimental procedures required by this suborder and any 411 

supporting suborder-specific directive. 412 

  413 

ccc. Safety Evaluation – A documented evaluation by an IRSC-approved RSO designee of 414 

the radiological hazards associated with the proposed experimental activities presented via 415 

an Authorized Use Permit Request or via an Authorized Use Permit Amendment 416 

Request.  417 

 418 

ddd. Sealed Source – RAM that is permanently encased, for its intended use and expected 419 

lifetime, in a capsule or closely-bonded solid form designed to prevent leakage or escape of 420 

the RAM. 421 

 422 

eee. Security Zone – Any temporary or permanent area determined and established for the 423 

physical protection of Category 1 quantities of RAM or Category 2 quantities of RAM. 424 

 425 

fff. SGI (Safeguards Information) – A special category of sensitive unclassified information 426 

that must be protected (see 10 CFR 73.2). For the purposes of this suborder, SGI concerns 427 

the physical protection of SNM of low strategic significance or SNM of moderate 428 

strategic significance.  429 

http://www.nrc.gov/reading-rm/doc-collections/cfr/part073/part073-0002.html
http://www.nrc.gov/security/domestic/phys-protect.html
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 430 

ggg. SGI-M (Safeguards Information-Modified Handling) – The designation or marking 431 

applied to SGI that the NRC has determined requires handling requirements modified from 432 

the specific SGI handling requirements that are applicable to SGI needing a higher level of 433 

protection. 434 

 435 

hhh. SNM (Special Nuclear Material) – 436 

 437 

(1) Plutonium, uranium-233, uranium enriched in the isotope 233 or in the isotope 235, 438 

and any other material that the NRC determines to be SNM, but not including source 439 

material; or 440 

  441 

(2) Any material artificially enriched by any of the foregoing, but not including source 442 

material. 443 

 444 

iii. SNM of Low Strategic Significance – 445 

  446 

(1) Less than an amount of SNM of moderate strategic significance but more than 15 g 447 

of U-235 (contained in uranium enriched to 20 percent or more in the U-235 isotope) 448 

or 15 g of U-233 or 15 g of Pu or the combination of 15 g when computed by the 449 

equation, g = (g contained U–235) + (g Pu) + (g U–233); or 450 

 451 

(2) Less than 10,000 g but more than 1,000 g of U-235 (contained in uranium enriched to 452 

10 percent or more but less than 20 percent in the U–235 isotope); or 453 

 454 

(3) 10,000 g or more of U-235 (contained in uranium enriched above natural but less than 455 

10 percent in the U–235 isotope). 456 

 457 

jjj. SNM of Moderate Strategic Significance – 458 

  459 

(1) Less than a formula quantity of SNM of strategic significance but more than 1000 g 460 

of U-235 (contained in uranium enriched to 20 percent or more in the U-235 isotope), 461 

or more than 500 g of U-233 or Pu, or in a combined quantity of more than 1000 g 462 

when computed by the equation, g = (g contained U-235) + 2 (g U-233 + g Pu); or 463 

 464 

(2)  10,000 g or more of U-235 (contained in uranium enriched to 10 percent or more but 465 

less than 20 percent in the U-235 isotope).  466 

 467 

kkk. SNM-362 – A NRC license authorizing acquisition, use, transfer, and disposal of any 468 

chemical or physical form of the byproduct material specified in the license, but not 469 

exceeding quantities specified in the license, for purposes authorized by the license.  470 

 471 
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lll. SNM-362 RAM – Byproduct material, source material, and SNM that is acquired, 472 

possessed, used, transferred, or disposed of under SNM-362. 473 

 474 

mmm. SNM-362 Source – A term used synonymously with SNM-362 RAM. 475 

 476 

nnn. Source – A term used synonymously with RAM. 477 

 478 

ooo. Source Acquisition and Use Request (NIST-364) – A NIST form or RSIMS database 479 

request that is submitted to initiate the acquisition and/or registration process of SNM-362 480 

RAM or a GL Device and to request approval of its use under a Permit. A Source 481 

Acquisition and Use Request is approved by the RSO, is authorized by the Division 482 

Chief, and will define the Authorized Source Use for the Source. 483 

 484 

ppp. Source Custodian – A Source User who has been approved in writing by the RSO and 485 

the IRSC to carry out additional responsibilities for control and accountability of licensed 486 

RAM. 487 

 488 

qqq. Source Material – 489 

 490 

(1) Uranium or thorium or any combination of uranium and thorium in any physical or 491 

chemical form; and 492 

 493 

(2) Ores that contain, by weight, one-twentieth of 1 percent (0.05 percent), or more, of 494 

uranium, thorium, or any combination of uranium and thorium.  495 

 496 

(3) Source material does not include SNM. 497 

   498 

rrr. Source User –  499 

 500 

(1) For SNM-362 RAM, an individual who has been approved in writing by the RSO and 501 

the IRSC to use SNM-362 RAM based on his or her education, experience, and 502 

training. 503 

 504 

(2) For GL devices, an individual who has been approved by the RSO to use a GL device 505 

based on his or her training. 506 

 507 

sss. Source-Use Change Request (NIST-365) – A NIST form that is used to modify the 508 

Authorized Source Use of a RS# Source.  The modifications to the Authorized Source 509 

Use are approved when the Source-Use Change Request is approved by the RSO and is 510 

authorized by the Division Chief. 511 

 512 
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ttt. SUNSI (Sensitive Unclassified Non-Safeguards Information) – Information that is 513 

generally not publicly available and that encompasses a wide variety of categories, such as 514 

proprietary information, personal and private information, or information subject to 515 

attorney-client privilege. 516 

 517 

uuu. Supervised User – An individual who has been authorized to carry out specific protocols 518 

under the direct supervision of a Source User. 519 

 520 

vvv. Supervised-User Supervisor – A Source User with the additional responsibility and 521 

authority to provide direct supervision of a Supervised User. 522 

 523 

www. Waste Management Plan – Plan that describes the radioactive waste to be 524 

generated in the conduct of an activity and how those wastes will be staged safely for 525 

disposal and ultimately disposed of. 526 

 527 

6. ACRONYMS 528 

a. ALARA – As Low As is Reasonably Achievable 529 

 530 

b. AMD – Acquisitions Management Division 531 

 532 

c. CFR – Code of Federal Regulations 533 

 534 

d. CSO – Chief Safety Officer 535 

 536 

e. DOE – Department of Energy 537 

 538 

f. DOT – Department of Transportation 539 

 540 

g. ESO – Emergency Services Office 541 

 542 
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h. GL – General License or Generally Licensed 543 

 544 

i. RSD –Radiation Safety Division 545 

 546 

j. IATA – International Air Transport Association 547 

 548 

k. IRSC – Ionizing Radiation Safety Committee  549 

 550 

l. LC RAM – Limited Control Radioactive Material 551 

 552 

m. NCNR HP – NIST Center for Neutron Research Health Physics 553 

 554 

n. NIST – National Institute of Standards and Technology  555 

 556 

o. NMMSS – Nuclear Materials Management and Safeguards System 557 

 558 

p. NRC – Nuclear Regulatory Commission  559 

 560 

q. NSTS – National Source Tracking System 561 

 562 

r. NUREG – Nuclear Regulatory Commission (a NRC technical report designation) 563 

 564 

s. NSO – NIST Security Officer 565 

 566 

t. OSHE – Office of Safety, Health, and Environment 567 

 568 

u. OSY – Department of Commerce Office of Security 569 

 570 

v. OU – Organizational Unit 571 

 572 

w. RAM – Radioactive Material 573 

 574 

x. RFO – Radiation Facility Owner 575 

 576 

y. RS# – SNM-362 Source Number 577 

 578 

z. RSI – Radiation Safety Instruction 579 

 580 

aa. RSO – Radiation Safety Officer 581 

 582 

bb. RSP – Radiation Safety Program 583 

 584 



 

NIST S  7201.01 Ver. 1.2 (Uncontrolled Copy in Print)  Page 16 

cc. SNM – Special Nuclear Material 585 

 586 

dd. SGI – Safeguards Information 587 

 588 

ee. SGI-M – Safeguards Information-Modified Handling 589 

 590 

ff. T&R – Trustworthy and Reliable or Trustworthiness and Reliability 591 

 592 

gg. TEDE – Total Effective Dose Equivalent 593 

 594 

hh. SUNSI – Sensitive Unclassified Non-Safeguards Information  595 

 596 

7. RADIATION SAFETY PROGRAM REQUIREMENTS 597 

This section provides general requirements pertaining to RAM at NIST Gaithersburg followed by 598 

requirements specific to SNM-362 RAM, GL devices, and LC RAM. 599 

 600 

a. Program Requirements – General 601 

                                  602 

(1) NIST shall develop, document, and implement a RSP commensurate with the scope 603 

and extent of SNM-362 and 19-23545-01E; the March 1, 2010 NRC Confirmatory 604 

Order; the terms and conditions of applicable GLs; and all other requirements, 605 

including those applicable to LC RAM, necessary to ensure safety of personnel, 606 

protection of the environment, and regulatory compliance.  607 

 608 

(a) The RSP shall use, to the extent practicable, procedures and engineering controls based 609 

upon sound radiation protection principles to achieve occupational doses and doses to 610 

members of the public from licensed and unlicensed radioactive material ALARA. 611 

 612 

(b) Facilities and equipment shall be adequate to protect health and minimize danger to life 613 

or property. They shall minimize the possibility of contamination and keep exposures 614 

to workers and the public ALARA. 615 

 616 

(c) It shall be demonstrated by review by RSD of dosimetry results and other 617 

appropriate means that exposures to individuals, including members of the public, 618 

are maintained ALARA. 619 

 620 

(d) Individuals whose assigned duties involve the use of or exposure to RAM at NIST 621 

Gaithersburg shall be subject to monitoring and audits by the NRC, the IRSC, the 622 

RSO, RSD personnel, and others. 623 

 624 

b. Program Requirements – SNM-362 RAM 625 
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   626 

(1) License Amendments and Changes 627 

 628 

Requests for license amendments, including requests for license exemptions and requests for 629 

additional information, shall be authorized by the IRSC prior to their submittal to the NRC. 630 

 631 

(2) Transfer of Ownership or Control of Licensed Activities  632 

 633 

Applications to transfer ownership or control of licensed activities shall be reviewed for 634 

completeness and accuracy by the IRSC and authorized by the NIST Director prior to their 635 

submittal to the NRC. 636 

   637 

(3) RAM Use Locations 638 

 639 

(a) The use, possession, and storage of SNM-362 RAM at any location on or off the 640 

NIST Gaithersburg site shall be approved by the RSO and authorized by the 641 

appropriate line management, in accordance with the requirements of this suborder. 642 

  643 

(4) SNM-362 RAM Form, Quantities, and Purpose of Use 644 

 645 

(a) The form, quantities, and purposes of use of SNM-362 RAM authorized at the 646 

NIST Gaithersburg site are restricted to those specified in NRC Form 374 for the 647 

most recent version of SNM-362.  648 

 649 

(b) The activities listed in Section 3c are prohibited. 650 

 651 

(c) Official information on the form and quantity of SNM-362 RAM authorized at the 652 

NIST Gaithersburg site shall be made available by the RSO as necessary to other 653 

NRC or Agreement-State licensees. 654 

 655 

(5) Individuals Responsible for the RSP 656 

 657 

Roles and responsibilities shall be allocated to ensure safe operations and compliance with 658 

regulatory and license requirements. These shall include: 659 

 660 

(a) The NIST Director, who has ultimate responsibility for: 661 

 662 

i. Ensuring the implementation and maintenance of an effective RSP; 663 

 664 

ii. Ensuring proper allocation of resources for the RSP; and  665 

 666 
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iii. Providing direction on issues involving ionizing radiation safety and regulatory 667 

and license compliance within the context of the RSP; 668 

 669 

(b) The CSO, who has responsibility for ensuring the maintenance of the RSP; 670 

 671 

(c) An IRSC, which has responsibility for:  672 

 673 

i. Overseeing the effectiveness of the implementation and maintenance of the RSP 674 

and providing the NIST Director with independent advice on matters concerning 675 

ionizing radiation safety; 676 

 677 

ii. Reviewing the results of internal and external audits and annually assessing the 678 

performance of aspects of the RSP;  679 

 680 

iii. Recommending actions to the NIST Director as necessary on issues involving 681 

ionizing radiation safety and regulatory and license compliance within the scope 682 

of the RSP;  683 

 684 

iv. Evaluating the adequacy of resources for the RSP and recommending changes to 685 

the NIST Director; 686 

 687 

v. Reviewing and approving safety evaluations of authorized use permit requests 688 

and authorized use permit amendment requests; and 689 

 690 

(d) An RSO, who has responsibility for: 691 

 692 

i. Serving as the manager of, and NRC point of contact for SNM-362 and 19-693 

23545-01E; and 694 

 695 

ii. Maintaining the RSP. 696 

 697 

(6) Posting and Labeling 698 

 699 

(a) It shall be ensured by RSD that postings required by 10 CFR 19 appear in a 700 

sufficient number of places to permit individuals engaged in NRC-licensed or 701 

regulated activities to observe them on the way to or from any particular licensed- 702 

or regulated-activity location to which the regulation applies, shall be conspicuous, 703 

and shall be replaced if defaced or altered. 704 

 705 

(b) Areas in which SNM-362 RAM is authorized to be used or stored shall be properly 706 

posted by RSD. 707 

 708 
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(c) Containers of SNM-362 RAM and items contaminated with SNM-362 RAM shall 709 

be labeled and marked by the OUs in accordance with regulatory requirements and 710 

in a manner adequate to inform any individual in the work area of the potential 711 

hazards. 712 

 713 

(7) SNM-362 RAM Safety and Security Training 714 

 715 

(a) Radiation-safety-awareness training on general radiation safety policy and 716 

procedures, and security requirements, shall be provided by RSD to all employees 717 

and associates entering on duty.7   718 

 719 

(b) All Source Custodians, Source Users, Supervised Users, and associated Group 720 

Leaders and Division Chiefs shall receive initial and refresher radiation-safety and 721 

applicable RAM-security training provided by RSD in accordance with SNM-362 722 

requirements and commensurate with the potential radiological health protection 723 

issues associated with their specific duties. 724 

 725 

(c) All individuals approved to operate an irradiator subject to 10 CFR 36 criteria shall 726 

receive a safety review annually by RSD. 727 

 728 

(d) ESO and OSY personnel shall receive annual or biennial training, as required, 729 

provided by RSD on how to respond to security, fire, and other monitored-alarm 730 

situations that fall within the purview of the RSP. 731 

 732 

(e) All individuals involved in activities related to the shipping or receiving of SNM-733 

362 RAM shall receive biennial training provided by RSD commensurate with their 734 

assigned duties. 735 

 736 

(f) Evaluation by RSD of an individual’s understanding of training material shall be by 737 

methods such as direct testing of knowledge, performance observations, personal 738 

interviews, and ALARA reviews. 739 

 740 

(8) Security-Zone-Access Training 741 

 742 

(a) All individuals whose assigned duties require unescorted access to a security zone 743 

or access to security-zone-related information shall receive initial and annual 744 

refresher training provided by RSD in accordance with 10 CFR Part 37. 745 

 746 

(9) Controlled-Access-Area Training 747 

 748 

 
7 The Confirmatory Order issued by NRC to NIST on March 1, 2010 requires NIST to provide such training. 
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(a) All individuals whose assigned duties require unescorted access to a controlled-749 

access area shall receive initial and annual refresher training provided by RSD in 750 

accordance with 10 CFR Part 73. 751 

 752 

(10) SNM-362 RAM Facility Management and Control  753 

 754 

(a) SNM-362 RAM facilities shall be approved by RSD for use based on the facility 755 

design and construction and any applicable hazard-mitigation and monitoring 756 

systems required to be available in the facility. 757 

   758 

(b) SNM-362 RAM facilities shall be released by RSD from the requirements of the 759 

RSP only after it has been determined by appropriate monitoring as being suitable 760 

for unrestricted use. 761 

 762 

(c) When a decision has been made to terminate all SNM-362 RAM use activities 763 

within a building, decommissioning of the building in accordance with NRC 764 

requirements shall be coordinated by RSD. 765 

 766 

(11) Audit Program 767 

 768 

(a) External Audits  769 

 770 

i. External audits based on NUREG 1556 shall be commissioned by RSD at least 771 

annually, and the results shall be documented and reported to the IRSC. 772 

 773 

(b) Internal Audits  774 

 775 

i. Internal audits shall be implemented by the RSO to critically review the 776 

adequacy of compliance with RSP requirements, including NRC license 777 

requirements. 778 

 779 

ii. Results of audits shall be submitted by the RSO to the IRSC as they become 780 

available. 781 

 782 

(c) IRSC Reviews 783 

 784 

i. Selected elements of the RSP shall be assessed annually by individuals 785 

designated by the IRSC. 786 

 787 

(12) Radiological Instrumentation 788 

 789 
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(a) Calibrated survey instrumentation needed to conduct compliance-related 790 

monitoring, e.g., to conduct post-use contamination surveys, shall be made 791 

available to the OUs by RSD. 792 

 793 

(b) All “in-service” instruments used for health and safety or regulatory compliance 794 

monitoring shall be routinely evaluated by RSD for functionality via a calibration 795 

and testing program.  796 

 797 

(13) Occupational Dose 798 

 799 

(a) Radiation dosimeters for monitoring external dose shall be issued by RSD to 800 

individuals pursuant to 10 CFR 20.1502(a), declared pregnant workers, and to those 801 

individuals entering a high or very high radiation area. 802 

 803 

(b) Internal exposure monitoring shall be arranged by RSD and performed for those 804 

individuals subject to 10 CFR 20.1502(b). 805 

 806 

(14) Public Dose  807 

 808 

(a) Sources shall be used, transported, stored, and disposed in such a way that the total 809 

effective dose equivalent (TEDE) to members of the public will not exceed more 810 

than 1 mSv (100 mrem) in 1 calendar year, and the dose in any unrestricted area 811 

will not exceed 0.02 mSv (2 mrem) in any 1 hour. 812 

 813 

(15) Radiological Monitoring    814 

 815 

(a) Activities that could result in radiation exposures to workers or members of the 816 

public, or in releases to the environment, shall be adequately evaluated, monitored, 817 

and reviewed by RSD to determine potential hazards and to identify radiological 818 

conditions for radiation safety purposes.  819 

 820 

(b) Semi-annual sealed-source leak testing shall be performed by RSD as specified in 821 

applicable SNM-362 conditions. 822 

 823 

(16) SNM-362 RAM Acquisition, Accountability, and Administrative Control 824 

 825 

(a) Authorized Use Permit 826 

 827 

i. The use of SNM-362 RAM is covered under an authorized use permit. The 828 

permit is approved prior to the acquisition of the sources that will be used under 829 

the permit. 830 

 831 
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ii. A permit contains the purpose for the source use, the experimental protocols, the 832 

RAM facilities, the Source Users, the quantities and types of RAM that can be 833 

authorized under the permit, the waste management plan, and the radiological 834 

hazard mitigation plan. A permit also contains an attestation from the Group 835 

Leader and Division Chief indicating that the Source Users have the 836 

qualifications to ensure the safe conduct of the work. 837 

 838 

iii. All permits are evaluated against the conditions in the SNM-362 license, the 839 

RSP, and general radiation safety standards prior to their approval. 840 

 841 

iv. The permit administrator facilitates all permit requests and permit amendments 842 

and is the liaison to RSD in matters relating to the permit. 843 

 844 

(b) Acquisition and Registration 845 

 846 

i. Acquisition of SNM-362 RAM is authorized through a NIST-364. A NIST-364 847 

contains the isotope and amount of the source, the experimental protocols, the 848 

RAM facilities, the Source Users, and the Permit. 849 

 850 

(i) SNM-362 RAM received without this approved request shall be rejected and 851 

returned to the provider or held pending proper approval and authorization. 852 

 853 

(ii) In order to approve the acquisition of SNM-362 RAM, the request cannot 854 

result in violations of the SNM-362 license including the possession limits of 855 

the license and must conform the conditions and limitations in the permit. 856 

 857 

ii. Once the acquisition of the source is approved, the source is given a RS# and is 858 

registered in the RSIMS database. 859 

 860 

(c) Authorized Source Use 861 

 862 

i. How a source may be used is dictated by its authorized source use which is 863 

found in the RSIMS database and is listed individually for each source. This use 864 

is bounded by the conditions and limitations found in the permit and is listed 865 

specifically on NIST-364s and NIST-365s. 866 

 867 

(i) When the NIST-364 is evaluated against the permit, a radiological hazard 868 

assessment is performed for the source. This will confirm the applicability of 869 

the permit for the request and will result in a source specific mitigation plan. 870 

This may include supplemental controls augmenting the conditions found in 871 

the permit.  872 
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(ii) A request may be made to change any of the authorizations for a source, 873 

including the Permit for the source via a NIST-365. The same evaluation that 874 

was done for the NIST-364 would be repeated which could change the 875 

radiological hazard assessment and mitigation plan for the source. 876 

 877 

(d) SNM-362 RAM Accountability and Administrative Control  878 

 879 

i. Procedures that delineate appropriate administrative controls relating to SNM-880 

362 RAM accountability shall be maintained by RSD and implemented by RSD 881 

and the OUs. 882 

 883 

ii. For RS# sources subject to the hazardous chemical list requirements of NIST 884 

Suborder 7101.59, Chemical Hazard Communication: 885 

 886 

(i) The associated RS#-source inventory records maintained by RSD shall 887 

include the product identifiers referenced on the associated container 888 

labels/Safety Data Sheets; and 889 

 890 

(ii) Current RS#-source inventory records are available through the online RSD 891 

database RSIMS 892 

 893 

iii. The total amount of SNM-362 RAM shall be verified by RSD via an annual 894 

physical inventory conducted by the OUs 895 

 896 

iv. It shall be verified by RSD upon receipt of SNM-362 RAM that the material 897 

received, as indicated in the shipping order and other documentation, is what 898 

was expected. 899 

 900 

v. Procedures to ensure the proper relocation of SNM-362 RAM shall be 901 

maintained by RSD and implemented by the OUs and RSD. 902 

 903 

vi. Procedures to ensure the proper transfer of SNM-362 RAM to other persons 904 

shall be maintained by RSD and implemented by the OUs and RSD. 905 

 906 

vii. SNM-362 material transactions and balances subject to the provisions of 10 907 

CFR 70 and NUREG BR-006 and BR-007 shall be reported by RSD to the 908 

NMMSS database. 909 

 910 

viii. Transactions involving nationally-tracked sources shall be submitted by RSD 911 

to the NSTS. 912 

 913 

(17) SNM-362 RAM Security  914 

https://oshe.nist.gov/apps/docs/programs/Documents/NIST%20S%207101-59_Chemical%20Hazard%20Communication_092515.docx
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 915 

(a) Security procedures shall be maintained by the RSO and NSO and implemented by 916 

the OUs for SNM-362 RAM subject to 10 CFR 20.1801 and 1802; 37 and 73, and 917 

the SNM-362 Security Plan. 918 

 919 

(b) SNM-362 RAM subject to 10 CFR Part 37 or 73 shall be secured from 920 

unauthorized access by an access-authorization program and by locked doors, 921 

cabinets, or similar measures when unattended. 922 

 923 

(c) A T&R qualification program shall be administered by the NSO to authorize access 924 

to controlled-access areas; security zones; and SGI, SGI-M, and SUNSI related to 925 

such areas and zones.   926 

 927 

(d) For on-site and in-transit physical protection of SNM of low strategic significance, 928 

the following requirements shall be met: 929 

 930 

i. Minimize the possibility for unauthorized removal of SNM consistent with the 931 

potential consequences of such actions; 932 

 933 

ii. Facilitate the location and recovery of missing SNM; 934 

 935 

iii. Implement and maintain a physical-protections system that shall: 936 

 937 

(i) Provide continuous monitoring and detection of unauthorized access or 938 

activities within controlled-access areas and security zones containing SNM; 939 

 940 

(ii) Provide early detection of removal of SNM by any unauthorized individuals 941 

from controlled-access areas and security zones; 942 

 943 

(iii) Ensure proper placement and transfer of custody of SNM; and 944 

 945 

(iv) Provide for immediate assessments of, and responses to, indications of 946 

unauthorized access or activities within controlled-access areas and security 947 

zones containing SNM; and 948 

 949 

iv. Implement and maintain an information protection system for SGI and SGI-M. 950 

 951 

(18) SNM-362 RAM Safe Use and Emergency Procedures   952 

 953 

(a) Safety measures, including radiological hazard assessments, radiological hazard 954 

mitigation plans, and ALARA considerations, shall be integrated into all facets of 955 
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work planning and execution and delineated in authorized use permit requests and 956 

authorized use permit amendment requests submitted by the OUs to RSD. 957 

 958 

(b) Safety evaluations of authorized use permit requests and authorized use permit 959 

amendment requests shall be performed by the RSO and reviewed, approved, and 960 

recorded by the IRSC.   961 

 962 

(c) Authorized use permit requests and authorized use permit amendment requests 963 

shall be approved by the RSO pursuant to IRSC approval of their associated safety 964 

evaluations. 965 

 966 

(d) SNM-362 RAM may only be used by, or under the direct supervision of, Source 967 

Users approved by the IRSC.   968 

 969 

(e) SNM-362 RAM may be used only after RSO approval and OU authorization of 970 

source-acquisition and use requests and source-use change requests determined by 971 

the RSO to be permitted under specific permits. 972 

 973 

(19) Safety Rights and Stop Work8    974 

 975 

(a) A safety-conscious work environment shall be maintained where personnel feel 976 

free to raise safety concerns, e.g., concerns about unsafe work practices or potential 977 

violations of RSP requirements, without fear of retaliation, intimidation, 978 

harassment, or discrimination. 979 

 980 

i. Documented procedures shall be implemented and maintained by NIST for 981 

employees and associates to raise safety concerns, and for documenting, 982 

investigating, and addressing such concerns. 983 

 984 

ii. Documented procedures shall be implemented and maintained by NIST for 985 

employees and associates to report allegations of retaliation, intimidation, 986 

harassment, or discrimination in response to their raising safety concerns, and 987 

for documenting, investigating, and addressing such allegations. 988 

 989 

(b) Documented procedures shall be implemented and maintained by NIST for 990 

employees and associates to stop immediately any operation that presents an 991 

imminent danger to the health or safety of NIST employees, associates, visitors, or 992 

the public. 993 

 
8 The requirements in this subsection are met elsewhere in NIST’s occupational safety and health management system 

(Safety Rights and Responsibilities, Employee Reporting of Unsafe Working Conditions, and Stop Work). These 

requirements are not addressed in Section 8, ROLES AND RESPONSIBILITIES.    

https://oshe.nist.gov/apps/docs/programs/Documents/Safety%20Rights%20and%20Responsibilities%20suborder.pdf
https://oshe.nist.gov/apps/docs/programs/Documents/UWC%20Suborder_100914.docx
https://oshe.nist.gov/apps/docs/programs/Documents/Stop%20work%20suborder_052314.pdf
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  994 

(20) SNM-362 RAM Transportation and Shipping 995 

 996 

(a) SNM-362 RAM shall be transported off site only by individuals listed in requests 997 

approved by the RSO and authorized by the Division Chief responsible for the 998 

RAM. 999 

 1000 

(b) SNM-362 RAM shall be shipped only to parties authorized to receive such RAM 1001 

under an NRC or Agreement-State license, as a distribution under the Exempt 1002 

Distribution license under 10 CFR 110.23, or as a DOE Exempt transfer. 1003 

 1004 

(c) SNM-362 RAM to be shipped off site must be packaged and labeled by SNM-362 1005 

RAM shippers in accordance with applicable DOT, NRC, U.S. Postal Service, and 1006 

IATA requirements. 1007 

 1008 

(21) Radioactive Waste Management    1009 

 1010 

(a) Considerations, including ALARA, related to the generation and management of 1011 

radioactive waste shall be included in all permits. 1012 

 1013 

(22) Incident Response    1014 

 1015 

(a) Documented procedures for responding to the following events shall be maintained 1016 

by RSD and implemented as necessary: 1017 

 1018 

i. Activity-specific incidents, including unplanned internal exposures, excessive 1019 

external exposures, spills, and unplanned environmental releases; 1020 

 1021 

ii. Incidents that restrict access to or compromise the security of facilities; 1022 

 1023 

iii. Loss of control or theft of SNM-362 RAM; and 1024 

 1025 

iv. Other events that require special intervention, e.g., by Source Users, RSD staff 1026 

members, or emergency-response personnel. 1027 

  1028 

(23) Incident Reporting and Investigation for Incidents within the Purview of the RSP  1029 

 1030 

(a) Incidents shall be reported and investigated in accordance with the NIST Incident 1031 

Reporting and Investigation suborder with “immediate notification incidents” 1032 

replaced by “radiological incidents that require reporting to the NRC or other 1033 

external agencies”; such incidents shall be investigated by the RSO and, when the 1034 

security of radioactive material is involved, the NSO/OSY 1035 

https://oshe.nist.gov/apps/docs/programs/Documents/NIST%20S%207101-24_Incident%20Reporting%20and%20Investigation_072213.docx
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 1036 

(b) The adequacy of incident investigations of radiological incidents that require 1037 

reporting to the NRC or other external agencies, and of the associated corrective 1038 

and preventive actions, shall be reviewed by the IRSC. 1039 

 1040 

(24) Notifications  1041 

 1042 

(a) Notifications and evaluations of theft, loss, incidents, and overexposures shall be 1043 

made by the RSO to the NRC in accordance with 10 CFR 20.1906, 20.2201-2207, 1044 

and 30.50. 1045 

 1046 

(b) Notifications that a facility, activity, or basic component supplied to such facility or 1047 

activity fails to comply with the Atomic Energy Act of 1954, or that a facility, 1048 

activity, or basic component supplied to such facility or activity contains defects 1049 

that could create a substantial safety hazard, shall be made by the RSO to the NRC 1050 

in accordance with 10 CFR 21. 1051 

 1052 

(25) Reports   1053 

 1054 

(a) A list of routine and non-routine reports required by the NRC and other regulatory 1055 

agencies shall be maintained by RSD, and such reports shall be submitted to the 1056 

NRC by the RSO after approval or concurrence by the IRSC, as necessary. 1057 

 1058 

(b) A report documenting RSP program actions, radiological monitoring activities, 1059 

dosimetry trends, and other program metrics shall be submitted annually by the 1060 

RSO to the IRSC and by the IRSC to the NIST Director. 1061 

 1062 

(26) Compliance with RSP Requirements 1063 

 1064 

(a) The following information shall be communicated by RSD as required to 1065 

individuals with responsibilities in the RSP:  1066 

 1067 

i. NIST is subject to inspections by Federal entities. Inspectors for these entities 1068 

have the right and authority to evaluate the regulatory compliance aspects of all 1069 

individuals and facility operations under the purview of the RSP. 1070 

 1071 

ii. Individuals with assigned duties in the RSP are subject to monitoring and audits 1072 

by the NRC, the IRSC, the RSO, RSD, and others. 1073 

 1074 

iii. Findings resulting from inspections, monitoring, and audits may result in 1075 

suspension or termination of participation in the RSP and of access to SNM-362 1076 
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RAM facilities. Failure to comply with RSP requirements may result in 1077 

disciplinary action.  1078 

 1079 

iv. Violations of requirements, including failure to provide information to the NRC 1080 

that is complete and accurate in all material respects, have the potential for civil 1081 

and criminal penalties.9 1082 

 1083 

(b) Procedures for holding individuals accountable for non-compliance with RSP 1084 

requirements shall be maintained by the RSO and implemented by the RSO and 1085 

others as necessary. These procedures shall include but not limited to provisions for 1086 

suspending or terminating participation in the RSP and prohibiting access to SNM-1087 

362 RAM facilities.   1088 

 1089 

(27) Documents and Recordkeeping  1090 

 1091 

(a) Procedures for controlling documents associated with managing the RSP shall be 1092 

maintained and implemented by the RSO.   1093 

 1094 

(b) Procedures for ensuring that RSP records are retained until license termination or as 1095 

otherwise specified in applicable regulations, NRC license requirements, or NIST 1096 

directives shall be maintained and implemented by the RSO.  1097 

 1098 

c. Program Requirements – GL Devices 1099 

                                  1100 

(1) GL Device Acquisition and Registration 1101 

 1102 

(a) Acquisition of GL devices shall be authorized by the pertinent Division Chief 1103 

within the requesting OU only after the RSO has approved the associated source 1104 

acquisition and use request (NIST-364).  1105 

 1106 

(b) Once the acquisition of the GL device is approved, the GL device is given a RS# 1107 

and is registered in the RSIMS database. 1108 

 1109 

(2) GL Device Use 1110 

 1111 

(a) The use of GL devices is covered by the permit for generally licensed devices. 1112 

 1113 

 
9 The Confirmatory Order issued by NRC to NIST on March 1, 2010 requires NIST to incorporate language to this 

effect into the RSP.  
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(b) The specifics of how a GL device may be used is dictated by its authorized source 1114 

use which is found in the RSIMS database and is listed individually for each 1115 

source. This use is bounded by the conditions and limitations found in the permit. 1116 

 1117 

(c) A request may be made to change any of the authorizations via a NIST-365. 1118 

 1119 

(d) GL devices shall be used only by individuals who have completed the training 1120 

provided by RSD and been authorized by their Division Chiefs. 1121 

 1122 

(3) Accountability and Administrative Control 1123 

 1124 

(a) The GL devices possessed at NIST Gaithersburg shall be verified via an annual 1125 

physical inventory.  1126 

 1127 

(b) GL devices shall not be abandoned. 1128 

 1129 

(c) The information included with GL devices about the NRC's requirements for the 1130 

user shall be followed.   1131 

 1132 

(d) If applicable, leak testing shall be performed. 1133 

 1134 

(4) Transfer and Shipping 1135 

 1136 

(a) No GL device shall be transferred to an off-site recipient without prior 1137 

authorization by RSD. 1138 

 1139 

(b) The NRC shall be notified by RSD of the transfer of any GL devices from NIST to 1140 

another party in accordance with the requirements of 10 CFR 31.5 and 10 CFR 1141 

30.6. 1142 

 1143 

(c) GL devices shall only be transferred (for disposal or to obtain a replacement 1144 

device) to a person holding a specific license pursuant to 10 CFR Part 30 and Part 1145 

32, such as the device manufacturer or licensed waste broker.  1146 

 1147 

(d) GL devices to be shipped off site must be packaged and labeled by RAM shippers 1148 

in accordance with applicable DOT, NRC, U.S. Postal Service, and IATA 1149 

requirements. 1150 

 1151 

(5) Disposal    1152 

 1153 

(a) No GL devices shall be disposed of without prior authorization by RSD. 1154 

 1155 
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d. Program Requirements – LC RAM  1156 

 1157 

(1) Acquisition         1158 

 1159 

(a) RSD shall be notified by the OU prior to the acquisition of LC RAM for the 1160 

purpose of verifying as proper the designation of the RAM as LC RAM and 1161 

assisting the OU in verification that any applicable quantity limits, such as those 1162 

specified in 10 CFR 30.18 and 10 CFR 40.22, are not exceeded.   1163 

  1164 

(2) Accountability and Administrative Control 1165 

 1166 

(a) For radiological decommissioning purposes, RSD shall be notified by the OU prior 1167 

to the acquisition of LC RAM of the locations in which the LC RAM will be used 1168 

or stored and of any changes to such locations. 1169 

 1170 

(b) RSD shall maintain a current list of the locations in which LC RAM is used or 1171 

stored. 1172 

 1173 

(c) Any instructions and precautions provided by the manufacturer shall be followed 1174 

by the user. 1175 

  1176 

(3) Disposal   1177 

 1178 

(a) RSD shall be notified by the OU prior to the disposal of any LC RAM to assist in 1179 

proper disposal. 1180 

 1181 

8. ROLES AND RESPONSIBILITIES 1182 

Roles and responsibilities common to all NIST ionizing-radiation-safety suborders can be found in 1183 

NIST Order 7201.00.   1184 

 1185 

This section provides general roles and responsibilities pertaining to RAM at NIST Gaithersburg 1186 

followed by roles and responsibilities specific to SNM-362 RAM, GL devices, and LC RAM. 1187 

 1188 

References to “Division Chiefs” and “Group Leaders” should be interpreted as “or equivalent” for 1189 

those OUs without Division Chiefs or Group Leaders, respectively. 1190 

 1191 

a. Roles and Responsibilities – General 1192 

 1193 

(1) CSO: 1194 

 1195 

(a) Approve this suborder and all changes thereto; and 1196 

 1197 

http://inet.nist.gov/oshe/directives/ionizing-radiation-safety-order.cfm
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(b) Approve all suborder-specific directives and changes thereto;10 and 1198 

 1199 

(c) Ensure that general radiation-safety-awareness training is incorporated into the 1200 

NIST general safety training provided to all employees and associates entering on 1201 

duty. 1202 

 1203 

(2) RSO: 1204 

 1205 

(a) Maintain the RSP; 1206 

 1207 

(b) Review NRC proposed rule changes and other communications and incorporate the 1208 

results of those reviews into the RSP as necessary to permit ongoing regulatory 1209 

compliance; 1210 

 1211 

(c) Approve individuals who, once approved, may be designated by the RSO to carry 1212 

out specified functions on behalf of the RSO; and 1213 

 1214 

(d) Provide, as needed, advice and assistance on radiological safety matters to 1215 

individuals whose assigned duties involve the use of, or exposure to, RAM. 1216 

 1217 

(3) RSD Chief: 1218 

 1219 

(a) Ensure that RSD staff members carry out their responsibilities. 1220 

 1221 

(4) RSD Staff Members: 1222 

 1223 

(a) Support the RSO and OUs in carrying out their responsibilities. 1224 

 1225 

(5) All Those with Roles in the RSP: 1226 

 1227 

(a) Ensure compliance with all applicable RSP requirements, including RAM security 1228 

requirements, within their areas of responsibility; 1229 

 1230 

i. Carry out all role-specific responsibilities delineated in RSP program elements 1231 

that support this suborder, e.g. documented procedures; 1232 

 1233 

(b) Identify to the RSO, and when appropriate, their own management, any issues that 1234 

have, or may have, ALARA, radiation-safety, or RAM security regulatory-1235 

compliance implications, and provide assistance in the resolution of such issues; 1236 

 
10 As per NIST O 7101.00, Occupational Safety and Health, the CSO has the authority to delegate to the Deputy CSO, 

subordinate line managers, and other OSHE employees the authorities necessary to carry out CSO responsibilities, 

provided that such delegations are not inconsistent with other OSH directives. 
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 1237 

(c) Cooperate fully with NRC and RSP representatives conducting inspections, 1238 

monitoring, audits, and investigations; and 1239 

 1240 

(d) Provide information to the NRC that is complete and accurate in all material 1241 

respects.  1242 

 1243 

b. Roles and Responsibilities – SNM-362 1244 

 1245 

(1) NIST Director: 1246 

 1247 

(a) Authorize applications to transfer ownership or control of licensed activities and 1248 

submit such applications to the NRC.  1249 

 1250 

(2) IRSC: 1251 

 1252 

(a) Review and approve changes to procedures previously approved by the NRC and 1253 

incorporated into SNM-362 when: 1254 

 1255 

i. The changes are in accordance with regulatory requirements, will not change 1256 

license conditions, and will not decrease the effectiveness of the program; 1257 

 1258 

ii. The changes are documented; 1259 

 1260 

iii. Provisions for training are made prior to implementation; 1261 

 1262 

(b) As necessary, evaluate the adequacy of resources for the RSP and recommend 1263 

changes to the NIST Director; 1264 

 1265 

(c) Maintain documented procedures for IRSC review and approval of Source Users 1266 

and safety evaluations of authorized use permit requests and authorized use permit 1267 

amendment requests;  1268 

 1269 

(d) Approve requests for individuals to serve as Source Users; 1270 

 1271 

(e) Approve requests for Source Users to serve as Source Custodians based on their 1272 

successful completion of the required radiation-safety training; 1273 

 1274 

(f) Review, approve, and record safety evaluations of authorized use permit requests 1275 

and authorized use permit amendment requests; 1276 

 1277 
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(g) Review for completeness and accuracy and authorize or not the submittal of 1278 

Applications for License Amendment, responses to Requests for Additional 1279 

Information, Licensee Event Reports, and responses to Notices of Violation;11    1280 

 1281 

(h) Review for completeness and accuracy applications to transfer ownership or control 1282 

of licensed activities prior to the submittal of such applications to NIST Director; 1283 

 1284 

(i) For the following types of events, review the adequacy of the investigations, their 1285 

conclusions, and actions to preclude recurrence, and track those actions to 1286 

completion: 1287 

 1288 

i. NRC-reportable occurrences; 1289 

 1290 

ii. NRC-identified violations of RSP requirements; 1291 

 1292 

iii. Self-identified apparent violations of RSP requirements that could be 1293 

characterized by the NRC as Severity Level I, II, or III violations; and 1294 

 1295 

iv. Any incidents identified to the IRSC by the RSO that have, or may have, adverse 1296 

impacts on ALARA, radiation safety, or regulatory compliance; 1297 

 1298 

(j) Annually review the performance quality of operations in one or more areas of the 1299 

RSP, document the results of those reviews, and track and report to the NIST 1300 

Director on the actions taken; 1301 

 1302 

(k) Review the results of internal and external audits of the RSP and ensure resolution 1303 

of all reported findings and apparent violations; 1304 

 1305 

(l) On an as-needed basis, specify RSO duties that must be performed by the RSO or 1306 

an IRSC-approved RSO designee; and 1307 

 1308 

(m) Approve individuals, proposed by the RSO, who, once approved, may be 1309 

designated by the RSO to carry out IRSC-specified RSO duties on behalf of the 1310 

RSO. 1311 

 1312 

(3) IRSC Chair: 1313 

 1314 

(a) Ensure that the IRSC operates in accordance with the IRSC charter; and 1315 

 1316 

 
11 The Confirmatory Order issued by NRC to NIST on March 1, 2010 required NIST to incorporate language to this 

effect into the RSP.   
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(b) Sign RSP documents requiring IRSC approval, signifying such approval. 1317 

 1318 

(4) RSO: 1319 

 1320 

(a) Serve as the manager of, and NRC point of contact for, SNM-362 and 19-23545-1321 

01E; 1322 

 1323 

(b) Establish and track metrics indicating the status of the RSP and report these to the 1324 

IRSC, NIST management, and the NRC as required; 1325 

 1326 

(c) Assist the IRSC in the performance of its duties, including providing timely 1327 

information to the IRSC on issues and incidents with potentially significant adverse 1328 

impacts on ALARA, radiation safety, or regulatory compliance; 1329 

 1330 

(d) Propose to the IRSC the approval of individuals who, once approved by the IRSC, 1331 

may be designated by the RSO to carry out IRSC-specified functions on behalf of 1332 

the RSO; 1333 

 1334 

(e) Maintain a list of IRSC-approved RSO designees and the RSO duties they are 1335 

approved to carry out; 1336 

 1337 

(f) Perform radiological hazard assessments to support of the development by the OUs 1338 

of authorized use permit requests and authorized use permit amendment requests;  1339 

 1340 

(g) Perform safety evaluations of authorized use permit requests and authorized use 1341 

permit amendment requests; 1342 

 1343 

(h) Approve authorized use permit requests and authorized use permit amendment 1344 

requests thereby approving of the Permit pursuant to IRSC approval of safety 1345 

evaluations of those requests; 1346 

 1347 

(i) Approve NIST-364s or NIST-365s, respectively, pursuant to: 1348 

 1349 

i. Determining that acquisitions of SNM-362 RAM will not result in possession 1350 

limits being exceeded, the requested source use will not result in license 1351 

conditions being violated, and the requested source use is permitted by the 1352 

permit referenced by the NIST-364; and 1353 

 1354 

ii. Documenting the source-specific maximum dose, dose rate, source containment 1355 

(e.g., sealed, unsealed), emissions, leak-test requirements, radiotoxicity level, 1356 

and any supplemental Source-User requirements, e.g., finger ring, electronic 1357 

dosimeter; and any source-specific requirements for RSD staff;  1358 
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 1359 

(j) Approve SNM-362 RAM facilities for use based on the facility design and 1360 

construction and the hazard-control and monitoring systems required to be 1361 

available in the facility; 1362 

 1363 

(k) Release SNM-362 RAM facilities from the requirements of the RSP after it has 1364 

been determined by appropriate monitoring that they are suitable for unrestricted 1365 

use; 1366 

 1367 

(l) When a decision has been to terminate all SNM-362 RAM use activities within a 1368 

building, ensure that the building is decommissioned in accordance with NRC 1369 

requirements; 1370 

 1371 

(m) Ensure that areas in which SNM-362 RAM is used or stored are properly posted; 1372 

 1373 

(n) Ensure that SNM-362 radiation-safety and RAM-security training is made available 1374 

to those who require it based on their assigned duties; 1375 

 1376 

(o) Ensure that individuals requiring SNM-362 radiation safety or RAM-security 1377 

refresher training are notified when training is due; 1378 

 1379 

(p) Ensure that records of SNM-362 radiation-safety and RAM-security training are 1380 

maintained;  1381 

 1382 

(q) Submit requests to the IRSC for individuals to serve as Source Users based on their 1383 

education, experience, and training; 1384 

 1385 

(r) Submit requests to the IRSC for Source Users to serve as Source Custodians based 1386 

on their successful completion of the required radiation-safety training; 1387 

 1388 

(s) Approve requests for individuals: 1389 

 1390 

i. To serve as Supervised Users based on their successful completion of the 1391 

required radiation-safety training and attestations by their Division Chiefs and 1392 

Group Leaders that their qualifications and the direct supervision to be provided 1393 

have been evaluated and determined to be adequate to ensure safe conduct of the 1394 

work; 1395 

 1396 

ii. To serve as Supervised-User Supervisors and Alternate Supervised-User 1397 

Supervisors; 1398 

 1399 
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(t) Ensure that internal audits of selected RSP requirements are conducted to identify 1400 

RSP issues and initiate, recommend, provide, verify, and report to the IRSC on the 1401 

implementation of corrective and preventive actions; 1402 

 1403 

(u) Evaluate reports of safety hazards that imply the existence of defects or items of 1404 

non-compliance with NRC regulations and report the results to the IRSC; 1405 

 1406 

(v) Ensure that appropriate radiological monitoring instrumentation is available to RSD 1407 

staff members as needed; 1408 

 1409 

(w) Provide the OUs with appropriate radiological monitoring instrumentation needed 1410 

to conduct compliance-related monitoring; 1411 

 1412 

(x) Ensure that all “in-service” instrumentation used for health and safety or regulatory 1413 

compliance monitoring is subjected to a calibration and testing program;  1414 

 1415 

(y) Establish appropriate requirements for monitoring known and potential radiological 1416 

hazards; 1417 

 1418 

(z) Maintain procedures for the acquisition of SNM-362 RAM meeting the 1419 

requirements of Section 7, SNM-362 RAM Acquisition, Accountability, and 1420 

Administrative Control; 1421 

 1422 

(aa) Maintain procedures to ensure the accountability of the current inventory of 1423 

SNM-362 sources; 1424 

 1425 

(bb) Maintain a current inventory of RS# sources; 1426 

 1427 

(cc) For RS# sources subject to the hazardous chemical list requirements of NIST 1428 

Suborder 7101.59, Chemical Hazard Communication: 1429 

 1430 

i. Include the product identifiers referenced on the associated container 1431 

labels/Safety Data Sheets in the associated RS#-source inventory records; and 1432 

 1433 

ii. Make current RS#-source inventory records available upon request. 1434 

 1435 

(dd) Provide instructions to the Source Custodians for maintaining inventory 1436 

records of SNM-362 sources; 1437 

  1438 

(ee) Report the inventory reconciliation of nationally tracked sources to NSTS in 1439 

accordance with the requirements of 10 CFR 20; 1440 
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 1441 

(ff) Maintain procedures for meeting SNM-362 RAM-security requirements; 1442 

 1443 

(gg) Report applicable SNM transactions to NMMSS in accordance with the 1444 

requirements of 10 CFR 74;  1445 

 1446 

(hh) Maintain procedures for implementing the controls necessary to minimize the 1447 

possibility for unauthorized removal of SNM of low strategic significance and of 1448 

Category 1 and Category 2 quantities of RAM; 1449 

 1450 

(ii) Submit T&R determination requests to the OSY Reviewing Official after verifying 1451 

and documenting that requested individuals have job-related duties that require 1452 

unescorted access to controlled-access areas or security zones or that require their 1453 

access to information related to such areas or zones; 1454 

 1455 

(jj) Assist the Police Services Group and local law-enforcement agencies in any 1456 

security-related incident response and in making necessary regulatory notifications; 1457 

 1458 

(kk) Maintain procedures for protecting SGI, SGI-M, and SUNSI; 1459 

 1460 

(ll) Provide appropriate monitoring for individuals whose assigned duties involve the 1461 

use of or exposure to SNM-362 RAM; 1462 

 1463 

(mm) Approve requests for individuals to transport SNM-362 RAM off the NIST-1464 

Gaithersburg site; 1465 

 1466 

(nn) Notify the NRC of SNM-362 RAM thefts, losses, incidents, and 1467 

overexposures in accordance with 10 CFR 20.1906, 20.2201-2207, and 30.50; 1468 

 1469 

(oo) Notify the NRC of the following in accordance with 10 CFR 21: 1470 

 1471 

i. That a facility, activity, or basic component supplied to such facility or activity 1472 

fails to comply with the Atomic Energy Act of 1954; or 1473 

 1474 

ii. That a facility, activity, or basic component supplied to such facility or activity 1475 

contains defects that could create a substantial safety hazard; 1476 

 1477 

(pp) Investigate radiological incidents that require reporting to the NRC or other 1478 

external agencies in accordance with the requirements in Section 7, Incident 1479 

Reporting and Investigation; 1480 

 1481 
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(qq) Provide incident investigation reports, including required corrective and 1482 

preventive actions, to the IRSC and responsible OU Director and Division Chief; 1483 

 1484 

(rr) Communicate to the IRSC self-identified apparent violations of RSP requirements 1485 

that could be characterized by the NRC as Severity Level I, II, or III violations; 1486 

 1487 

(ss) Maintain procedures for holding individuals accountable for non-compliance with 1488 

RSP requirements, including provisions for suspending or terminating participation 1489 

in the RSP and prohibiting access to SNM-362 RAM facilities;  1490 

 1491 

(tt) Maintain and implement procedures for controlling documents associated with 1492 

managing the RSP; and   1493 

 1494 

(uu) Maintain and implement procedures for ensuring that RSP records are 1495 

retained until license termination or as otherwise specified in applicable 1496 

regulations, NRC license requirements, or NIST directives.   1497 

 1498 

(5) CSO 1499 

 1500 

(a) Submit Applications for License Amendment, responses to Requests for Additional 1501 

Information, Licensee Event Reports, responses to Notices of Violation, and other 1502 

communications to the NRC after the IRSC has approved their submittal, 1503 

 1504 

(6) IRSC-Approved RSO Designees: 1505 

 1506 

(a) Once approved by the IRSC to perform specific RSO duties, perform those duties 1507 

when designated to do so by the RSO. 1508 

 1509 

(7) RSD Staff Members: 1510 

  1511 

(a) Support NCNR HP staff members in carrying out their responsibilities; 1512 

 1513 

(8) NCNR HP Staff Members: 1514 

 1515 

(a) Implement the RSP in accordance with RSD procedures and other applicable 1516 

documents.  1517 

 1518 

(9) NSO:   1519 

 1520 

(a) Maintain and implement physical-protection systems that: 1521 

 1522 
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i. Provide continuous monitoring and detection of unauthorized access or activities 1523 

within controlled-access areas containing SNM-LSS and security zones 1524 

containing Category 1 or Category 2 quantities of RAM; 1525 

 1526 

ii. Provide early detection of unauthorized removal of SNM-LSS or Category 1 or 1527 

2 quantities of RAM from controlled-access areas or security zones; and 1528 

 1529 

iii. Coordinate immediate assessments by OSY of indications of unauthorized 1530 

access or activities or actual or attempted removals of SNM-LSS within 1531 

controlled-access areas or security zones containing SNM-LSS or Category 1 or 1532 

2 quantities of RAM; 1533 

 1534 

(b) Maintain and implement an access-authorization program that restricts access to 1535 

controlled-access areas and security zones to authorized personnel only; 1536 

 1537 

i. Remove individuals from the program when they leave NIST or their assigned 1538 

duties no longer require access to controlled-access areas and security zones;  1539 

 1540 

(c) Facilitate recovery of removed SNM-LSS or Category 1 or 2 quantities of RAM, in 1541 

coordination with the Police Services Group and local law-enforcement agencies as 1542 

necessary; 1543 

 1544 

(d) Approve the security plan; 1545 

 1546 

(e) Test the physical-protections system annually; 1547 

 1548 

(f) Review the access-authorization program annually; and 1549 

 1550 

(g) Maintain records of security-program activities that are suitable for inspection by 1551 

regulatory agencies and auditors; and 1552 

 1553 

(h) Submit T&R determination requests to the OSY Reviewing Official after verifying 1554 

and documenting that requested individuals have job-related duties that require 1555 

their access to information related to controlled-access areas or security zones. 1556 

  1557 

(10) Police Services Group: 1558 

 1559 

(a) Maintain a pre-arranged plan for response to an actual or attempted theft, sabotage, 1560 

or diversion of Category 1 or 2 quantities of RAM; 1561 

 1562 

(b) Respond without delay to indications of an actual or attempted unauthorized 1563 

removal of SNM-LSS and/or Category 1 or 2 quantities of RAM; and 1564 
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 1565 

(c) Complete training annually on how to respond to security or other monitored-alarm 1566 

situations that fall within the purview of the RSP. 1567 

 1568 

(11) Fire Protection Group: 1569 

 1570 

(a) Complete training annually on how to respond to fire and other monitored-alarm 1571 

situations that fall within the purview of the RSP. 1572 

 1573 

(12) OSY Reviewing Official:  1574 

 1575 

(a) Implement and maintain a T&R qualification program for authorizing access to 1576 

controlled-access areas; security zones; and information related to such zones and 1577 

areas; and 1578 

 1579 

(b) Conduct an annual review of the T&R qualification program. 1580 

 1581 

(13) Office of Information Systems Management: 1582 

 1583 

(a) Implement and maintain electronic encrypted systems for the protection of SGI, 1584 

SGI-M, and SUNSI; and 1585 

 1586 

(b) Ensure the secure destruction of electronic SGI, SGI-M, and SUNSI as necessary. 1587 

 1588 

(14) OSHE IT Security Officer: 1589 

 1590 

(a) Support the NIST IT Security Officer and the RSO in carrying out their IT-security-1591 

related responsibilities.  1592 

 1593 

(15) AMD Chief: 1594 

 1595 

(a) Ensure that AMD staff members involved in purchasing SNM-362 RAM complete 1596 

the training specified by RSD on the applicable RSP requirements. 1597 

 1598 

(16) Receiving Personnel: 1599 

 1600 

(a) Complete training on the requirements for receiving SNM-362 RAM packages;  1601 

 1602 

(b) Provide timely notification to RSD of SNM-362 RAM package receipt; and 1603 

 1604 

(c) Provide immediate notification to RSD of SNM-362 RAM packages that are 1605 

damaged or leaking or cannot be accepted.  1606 
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 1607 

(17) SNM-362 RAM Shippers: 1608 

 1609 

(a) Complete RSD-specified training on the applicable DOT, NRC, U.S. Postal 1610 

Service, IATA, and RSP requirements. 1611 

 1612 

(18) OU Directors: 1613 

 1614 

(a) Approve the submittal to RSD of authorized use permit requests; 1615 

 1616 

(b) Approve the submittal to RSD of authorized use permit amendment requests that 1617 

involve changes to the radiological hazard mitigation plan; 1618 

 1619 

(c) Integrate the process delineated in this suborder for authorizing the use of SNM-1620 

362 RAM into documented experimental procedures for conducting hazard reviews 1621 

and authorizing work and workers;12,13 and 1622 

 1623 

(d) Ensure accountability of all RS# and non-RS# sources within their respective OUs 1624 

 1625 

(19) Division Chiefs and Group Leaders Together: 1626 

  1627 

(a) Approve the submittal to RSD of authorized use permit requests and authorized use 1628 

permit amendment requests; 1629 

  1630 

(b) Ensure that SNM-362 RAM is not acquired or used prior to RSO approval and 1631 

Division Chief authorization of a NIST-364; 1632 

 1633 

(c) Submit requests to the RSO for individuals to serve as Source Users or Supervised 1634 

Users based on their education, experience, and training; 1635 

 1636 

(d) Submit requests to the RSO for Source Users to serve as Source Custodians based 1637 

on their successful completion of the required radiation-safety training; 1638 

 1639 

 
12 The Work and Worker Authorization Based on Hazard Reviews (“Hazard Review”) suborder requires OUs to 

implement and maintain documented procedures for conducting hazard reviews and authorizing work and workers 

based on the results of those hazard reviews.   
13 OU hazard reviews include the identification, assessment, and mitigation of all occupational safety and health 

hazards, not only those associated with RAM. The safety evaluations of authorized use permit and authorized use permit 

amendment requests result in requirements that must be integrated into those hazard reviews, and, hence, into OU 

procedures for authorizing work and workers.   
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(e) When Source Custodians terminate from NIST or will no longer be serving as 1640 

Source Custodians, ensure that their source accountability responsibilities, are 1641 

reassigned to one or more other Source Custodians;  1642 

 1643 

(f) Manage the access to, and security of, their assigned SNM-362 RAM facilities; 1644 

 1645 

(g) Serve as the managers for any assigned SNM-362 RAM facility issues (e.g., RSP 1646 

audit corrective actions and facility work by Plant personnel); and 1647 

 1648 

(h) Authorize the submittal of requests to the RSO for individuals to transport SNM-1649 

362 RAM from the NIST-Gaithersburg site. 1650 

 1651 

(20) Division Chiefs: 1652 

  1653 

(a) Authorize RSO-approved NIST-364s and NIST-365s;  1654 

 1655 

(b) Ensure that Source Users and Source Custodians are aware of the terms and 1656 

conditions of applicable permits and the authorized source use; 1657 

 1658 

(c) Complete initial and refresher SNM-362 radiation-safety training and any 1659 

applicable SNM-362 RAM-security training to carry out their responsibilities 1660 

within the RSP; 1661 

 1662 

(d) Ensure that the NSO is notified when individuals leave NIST or whose assigned 1663 

duties no longer require access to controlled-access areas; security zones; or 1664 

information related to such areas and zones;  1665 

 1666 

(e) Approve submittals of the annual physical inventory of SNM-362 sources for their 1667 

Divisions; 1668 

 1669 

i. Ensure that all RS# and non-RS# SNM-362 sources within their Division 1670 

facilities are properly accounted for, characterized, and documented; 1671 

 1672 

(f) Ensure that radiological incidents occurring within their divisions are reported and 1673 

investigated in accordance with the requirements in Section 7, Incident Reporting 1674 

and Investigation; 1675 

 1676 

(g) Ensure that initial incident reports and incident investigation reports are provided to 1677 

the RSO; and 1678 

 1679 

(h) Authorize RSO-approved requests for individuals to transport SNM-362 RAM off 1680 

the NIST-Gaithersburg site.  1681 
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 1682 

(21) Group Leaders: 1683 

  1684 

(a) Approve the submittal to RSD of NIST-364s and NIST-365s; 1685 

 1686 

(b) Periodically verify that sources are being used in accordance with the terms and 1687 

conditions of applicable permits, NIST-364s and NIST-365s;  1688 

 1689 

(c) Complete initial and refresher SNM-362 radiation-safety training and any 1690 

applicable SNM-362 RAM-security training to carry out their responsibilities 1691 

within the RSP; and 1692 

 1693 

(d) Ensure that all RS# and non-RS# SNM-362 sources within their Group facilities is 1694 

properly accounted for, characterized, and documented. 1695 

 1696 

(22) Source Users: 1697 

 1698 

(a) Use only those sources and carry out only those protocols for which they have been 1699 

authorized and do so in accordance with the terms and conditions specified by the 1700 

applicable NIST-364s and NIST 365s; 1701 

 1702 

(b) Complete initial and refresher SNM-362 radiation-safety training and any 1703 

applicable SNM-362 RAM-security training to carry out their responsibilities 1704 

within the RSP; 1705 

 1706 

(c) Protect against unauthorized use of, and access to, sources; 1707 

 1708 

(d) Ensure that containers of SNM-362 RAM and items contaminated with SNM-362 1709 

RAM are labeled and marked in accordance with regulatory requirements and in a 1710 

manner adequate to properly inform any individual in the work area of the potential 1711 

hazards; 1712 

 1713 

(e) Notify their Group Leader and the RSO of known occupational radiation exposures 1714 

due to work at facilities other than those owned and operated by NIST;  1715 

 1716 

(f) Obtain a favorable T&R determination prior to being granted unescorted access to a 1717 

controlled-access area or security zone; and 1718 

 1719 

(g) Obtain training and authorization from RSD prior to working unescorted in 1720 

controlled-access areas.  1721 

 1722 

(23) Source Custodians (in addition to their responsibilities as Source Users):    1723 
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 1724 

(a) Review and accept responsibility for SNM-362 sources as defined in NIST-364s 1725 

and NIST-365s. 1726 

 1727 

(b) Prior to permitting use of a source for which they are the Source Custodian, ensure 1728 

that Source Users have been authorized to use the source with a NIST-364 or 1729 

NIST-365;  1730 

 1731 

(c) Coordinate with RSD transfers of SNM-362 RAM for which they are the Source 1732 

Custodian to off-site entities or for disposal of waste;  1733 

 1734 

(d) Maintain documented inventory records of source utilization, decay-corrected 1735 

activity, transfer, distribution, and disposal of RS# and non-RS# sources, including 1736 

any NMMSS and NSTS materials; 1737 

 1738 

(e) Perform annual physical inventory verifications and reconcile records for RS# via 1739 

the RSIMS database and non-RS# sources; and 1740 

 1741 

(f) For Source Custodians of 10 CFR Part 36 regulated sources, conduct inspections 1742 

annually of the operability of license-required access controls in coordination with 1743 

the RSO. 1744 

 1745 

(24) Authorized Use Permit Administrator 1746 

 1747 

(a) Serve as the facilitator for the submission of an Authorized Use Permit Request by 1748 

coordinating the scientific needs of the Source Users with the program 1749 

requirements managed by RSD. 1750 

 1751 

(b) Serve as the facilitator for the submission of an Authorized Use Permit Amendment 1752 

Request coordinating the changes requested between the Source Users in the 1753 

current Authorized Use Permit and with the program requirements managed by 1754 

RSD. 1755 

 1756 

(c) Serve as the liaison between Source Users and RSD in relation to the Authorized 1757 

Use Permit including any Authorize Use Permit Requests and Authorized use 1758 

permit Amendment Requests. 1759 

 1760 

(25) Radiation Facility Owner (RFO): 1761 

 1762 

(a) Serve as the primary point of contact for a RAM facility to the RSP. 1763 

 1764 
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(b) Ensure a radiation use facility is compliant with the requirements of the RSP and 1765 

notifies management if corrective actions are needed. 1766 

 1767 
(c) Manage access to a RAM Facility. 1768 

 1769 

(26) Supervised-User Supervisors: 1770 

  1771 

(a) Ensure that the identified job- or task-specific training and direct supervision 1772 

prescribed in a permit are provided to their Supervised Users prior to and during 1773 

work with SNM-362 RAM, as applicable. 1774 

 1775 

(b) Designate an Alternate Supervised-User Supervisor if deemed needed and 1776 

appropriate for the type of work. 1777 

  1778 

(27) Alternate Supervised-User Supervisors: 1779 

 1780 

(a) Carry out the responsibilities of Supervised-User Supervisors when delegated to do 1781 

so by primary Supervised-User Supervisors. 1782 

 1783 

(28) Supervised Users: 1784 

  1785 

(a) Complete the required SNM-362 radiation-safety training, including training on 1786 

their responsibilities as Supervised Users, provided by RSD;  1787 

 1788 

(b) Follow the instructions of their Supervised-User Supervisor on the terms and 1789 

conditions of applicable authorized source uses and authorized-source-use changes; 1790 

and 1791 

 1792 

(c) Use SNM-362 RAM only under the direct supervision of their Supervised-User 1793 

Supervisor or their Alternate Supervised-User Supervisor. 1794 

 1795 

c. Roles and Responsibilities – GL Devices 1796 

 1797 

(1) RSO: 1798 

 1799 

(a) Approve NIST-364s and NIST-365s related to GL devices; 1800 

 1801 

(b) Provide appropriate training for Source Users and Source Custodians of GL 1802 

devices; 1803 

 1804 

(c) Approve requests for individuals to serve as Source Users or Source Custodians of 1805 

GL devices; 1806 
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 1807 

(d) Perform activities needed to maintain safety and compliance for GL devices, 1808 

including leak testing, coordination of shipping and disposal, and facility audits;  1809 

 1810 

(e) Authorize all GL device transfers and disposals; 1811 

 1812 

(f) Ensure that GL devices are shipped off site in accordance with applicable DOT, 1813 

NRC, U.S. Postal Service, and IATA requirements; and 1814 

 1815 

(g) Maintain procedures to ensure the accountability of the current inventory of GL 1816 

devices.  1817 

 1818 

(2) RSD Staff: 1819 

 1820 

(a) Assign RS#s to GL devices whose acquisition has been approved by the RSO and 1821 

authorized by the Division Chief on NIST-365s. 1822 

 1823 

(3) Receiving Personnel: 1824 

 1825 

(a) Complete training on the requirements for receiving GL devices;  1826 

 1827 

(b) Provide timely notification to RSD of GL device package receipt; and 1828 

 1829 

(c) Provide immediate notification to RSD of GL device that are damaged or leaking or 1830 

cannot be accepted.  1831 

 1832 

(4) Division Chiefs: 1833 

 1834 

(a) Authorize NIST-364s and NIST-365s related to GL devices; 1835 

 1836 

(b) Ensure that GL devices are not acquired prior to RSO approval and Division Chief 1837 

authorization of a NIST-364; 1838 

 1839 

(c) Submit requests to the RSO for individuals to serve as Source Users or Source 1840 

Custodians of GL devices; and 1841 

 1842 

(d) Approve submittals of the annual physical inventory for GL devices for their 1843 

Divisions; 1844 

  1845 

i. Ensure that all GL devices within their Division facilities are properly accounted 1846 

for; 1847 

 1848 
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(e) Ensure that all GL device transfers and disposals are coordinated in advance with 1849 

RSD. 1850 

 1851 
(5) Group Leaders: 1852 

  1853 

(a) Ensure that all GL devices within their Group facilities are properly accounted for; 1854 

and 1855 

 1856 

(b) Ensure that all GL device transfers and disposals are coordinated in advance with 1857 

RSD. 1858 

 1859 

(6) Source Users: 1860 

 1861 

(a) Complete GL device radiation-safety training to carry out their responsibilities 1862 

within the RSP; 1863 

 1864 

(b) Obtain approval from the RSO and authorization from their Division Chief prior to 1865 

acquiring or using GL devices.  1866 

 1867 

(7) Source Custodians (in addition to their responsibilities as Source Users):    1868 

 1869 

(a) Review and accept responsibility for GL devices as defined in NIST-364s and 1870 

NIST-365s. 1871 

 1872 

(b) Prior to permitting use of a GL device for which they are the Source Custodian, 1873 

ensure that Source Users have been authorized to use the source;  1874 

 1875 

(c) Coordinate all transfers and disposals of GL devices for which they are the Source 1876 

Custodian in advance with RSD;  1877 

 1878 

(d) Ensure that documented inventory records of source utilization, decay-corrected 1879 

activity, transfer, and disposal of GL devices are maintained; and 1880 

 1881 

(e) Perform annual physical inventory verifications and reconcile records for GL 1882 

devices via the RSIMS database. 1883 

 1884 

d. Roles and Responsibilities – LC RAM 1885 

 1886 

(1) RSO: 1887 

 1888 

(a) Advise OUs of the RSP requirements for LC RAM; 1889 

 1890 
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(b) Review all transfers and waste disposals of LC RAM prior to such 1891 

transfers/disposals; and 1892 

 1893 

(c) Maintain a current list of locations where LC RAM is used or stored. 1894 

 1895 

(2) Division Chiefs: 1896 

 1897 

(a) Ensure that RSD is notified prior to the acquisition of LC RAM; 1898 

 1899 

(b) Provide RSD with the locations, and any changes to locations, in which the LC 1900 

RAM will be used or stored;  1901 

 1902 

(c) Ensure that users receive any instructions and precautions provided by the 1903 

manufacturer; and 1904 

 1905 

(d) Ensure that RSD is notified prior to the disposal of any LC RAM. 1906 

 1907 

(3) Users: 1908 

 1909 

(a) Follow any instructions and precautions provided by the manufacturer and any 1910 

requirements of the RSP. 1911 

 1912 

9. AUTHORITIES 1913 

For authorities common to all NIST ionizing-radiation-safety suborders, see NIST Order 7201.00. 1914 

 1915 

The entities and individuals listed in Section 8 have the authority to carry out their assigned 1916 

responsibilities. In addition: 1917 

  1918 

a. IRSC: 1919 

 1920 

(1) Review and concur on IRSC-selected elements of the RSP. 1921 

 1922 

b. Source Custodians: 1923 

 1924 

(1) Suspend access to, or use of, sources when there is a known or potential safety or 1925 

regulatory compliance issue related to such access or use; and 1926 

 1927 

(2)  Direct source users to physically produce sources for source-inventory purposes. 1928 

  1929 

10. ACCOUNTABILITIES 1930 

https://safetyp.nist.gov/apps/docs/programs/Documents/NIST%20O%20710%20-%20Occupational%20Safety%20and%20Health%20Order_051513.pdf
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a. Disciplinary action and the suspension or termination of participation in the RSP and of 1931 

access to RAM facilities may be applied, as appropriate, when assigned responsibilities are 1932 

not carried out in a complete manner or when action or inaction leads to radiation-safety, 1933 

RAM-security, or RSP-compliance issues. 1934 

 1935 

b. Failure to comply with RSP requirements, including violations of NRC licenses and the 1936 

failure to provide information to the NRC that is complete and accurate in all material 1937 

respects, has the potential for civil and criminal penalties.14 1938 

 1939 

11. DIRECTIVE OWNER 1940 

Chief Safety Officer 1941 

 1942 

12. Appendices 1943 

A. Revision History 1944 

  1945 

 
14 The Confirmatory Order issued by NRC to NIST on March 1, 2010 requires NIST to incorporate language to this 

effect into the RSP.  
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Appendix A. Revision History 1946 

 1947 

Revision 

# 

Approval 

Date 

Deployment 

Start Date 

Effective 

Date 
Description of Change 

0 10/09/15 10/09/15 TBD • Initial document 

1 11/24/15 11/24/15 TBD 

• Modified the inventory requirements and 

the responsibilities of the RSO for RS# 

sources to incorporate the hazardous 

chemical list requirements of NIST 

Suborder 7101.59, Chemical Hazard 

Communication in this suborder. 

• Clarified the requirements and roles and 

responsibilities with regard to LC RAM. 

2 2/10/2021 3/2/2021 TBD 

• Rename of the Safety Evaluation to an 

Authorized Use Permit 

• Create a permit administrator for each 

permit 

• Re-establish the Radiation Facility 

Owner 

• Re-establish that Source Custodians are 

approved by the IRSC 

• Re-establish the submission of 

documents to the NRC is done by the CSO 

• Other minor revisions 

 1948 


