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Executive Summary 

IBM appreciates the opportunity to respond to the Request for Information (RFI) on Artificial 

Intelligence (AI) Standards issued by National Institute of Standards and Technology (NIST) on 

May 1, 2019. As a worldwide leader in Information Technology (IT), which includes leadership 

in research, development and application of AI across a broad set of industries and enterprise 

domains, IBM is pleased to share its deep expertise and insight. 

Critically, we hope NIST will recognize AI as an emerging general-purpose technology that will 

transform industry. The rapid pace at which the field is developing is a strong indication that AI 

is still in an early stage. As such, NIST's work should be directed foremost at accelerating AI 

technology advancements by contributing to the development of open frameworks, shared 

definitions, and related tools - including evaluations, data sets, and metrics, - rather than 

creating technical standards at this stage, so as to not introduce premature barriers to 

innovation. 

Like NIST's work on risk-based cybersecurity and privacy frameworks, NIST should convene 

stakeholders to create an overall AI accountability framework that provides a shared conceptual 

foundation and guidance around important aspects of trustworthy AI - including fairness, 

explainability, robustness, and transparency - and fosters development of trust-related 

evaluations, data sets, and metrics. Such a framework will accelerate tooling and benchmarking 

for the safe testing and deployment of AI and support the development of trustworthy AI. 

Further, we encourage NIST to continue to engage in and build from existing efforts, including 

those within traditional standard setting organizations like International Organization for 

Standardization (ISO)/International Electrotechnical Commission (IEC) and Institute of 

Electrical and Electronics Engineers (IEEE), as well as with global fora such as the European 

Commission, which recently released the Ethics Guidelines for Trustworthy AI, and with internal 

industry-government coordination activities, such as the NIST Privacy framework. 

Doing so, NIST will help America to continue to define and achieve US leadership in AI. 

Detailed Response 

Historically, IBM has joined with the majority of industries that support and espouse the open, 

private-sector-led, consensus-based, voluntary standard setting approaches of the United 
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https://www.ibm.com/blogs/policy/trust-principles/
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https://aif360.mybluemix.net/
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https://community.fico.com/s/explainable-machine-learning-challenge
https://github.com/IBM/adversarial-robustness-toolbox


                                                 

 

https://ethicsinaction.ieee.org/
https://standards.ieee.org/industry-connections/ec/autonomous-systems.html
https://ec.europa.eu/digital-single-market/en/news/ethics-guidelines-trustworthy-ai


                                                 

 

https://www.iso.org/committee/6794475.html
https://www.nist.gov/privacy-framework
https://www.ldc.upenn.edu/collaborations/evaluations/nist
https://trec.nist.gov/


                                                 

https://www.nist.gov/itl/iad/mig/multimedia-event-detection
http://yann.lecun.com/exdb/mnist/
https://www.cs.toronto.edu/~kriz/cifar.html
http://www.image-net.org/
http://host.robots.ox.ac.uk/pascal/VOC/
https://www.forbes.com/sites/shuchingjeanchen/2018/03/07/the-faces-behind-chinas-omniscient-video-surveillance-technology
https://www.forbes.com/sites/shuchingjeanchen/2018/03/07/the-faces-behind-chinas-omniscient-video-surveillance-technology


 

 

https://www.youtube.com/watch?v=jIXIuYdnyyk


 

 

 

 

 

 

 

 

 

 

 

 

 

 


