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KSA/Task ID Description Comment 

A0014 Ability to communicate effectively when writing. Already captured in A0013 

A0075  Nonexistent. Why would this be withdrawn without mention? 

A0111 
Ability to work across departments and business units to implement 
organization’s privacy principles and programs, and align privacy objectives 
with security objectives. 

Identical to A0115 

A0115 
Ability to work across departments and business units to implement 
organization’s privacy principles and programs, and align privacy objectives 
with security objectives. 

Identical to A0111 

A0162 
Ability to recognize the unique aspects of the Communications Security 
(COMSEC) environment and hierarchy. 

This should be A0177 (as it is in the supplement). 

A0169  Nonexistent. Why would this be withdrawn without mention? 

K0017 Knowledge of concepts and practices of processing digital forensic data. Identical to K0304 

K0085  Nonexistent. Why would this be withdrawn without mention? 

K0099  Nonexistent. Why would this be withdrawn without mention? 

K0119 Knowledge of hacking methodologies. Identical to K0310 

K0166  Nonexistent. Why would this be withdrawn without mention? 

K0173  Nonexistent. Why would this be withdrawn without mention? 

K0304 Knowledge of concepts and practices of processing digital forensic data. Identical to K0017 

K0310 Knowledge of hacking methodologies. Identical to K0119 

K0357 
Knowledge of analytical constructs and their use in assessing the operational 
environment. 

Not used anywhere in the supplement. 

K0443 
Knowledge of how hubs, switches, routers work together in the design of a 
network. 

Indicated as "WITHDRAWN" in the supplement, but not in the 
main document. 

S0009 Skill in assessing the robustness of security systems and designs. Not used anywhere in the supplement. 

S0046 
Skill in performing packet-level analysis using appropriate tools (e.g., 
Wireshark, tcpdump). 

Essentially the same as S0156 

S0098  Nonexistent. Why would this be withdrawn without mention? 

S0099  Nonexistent. Why would this be withdrawn without mention? 

S0156 Skill in performing packet-level analysis. Essentially the same as S0046 



S0166 Skill in identifying gaps in technical delivery capabilities. Encompassed by S0066 

T0336 Withdrawn: Integrated with T0228. 
For consistency with the KSAs, use: "Withdrawn – Integrated 
into T0228" 

T0527 
Provide input to implementation plans and standard operating procedures as 
they relate to information systems security. 

T0204 encompasses this. 

T0677 
Edit or execute simple scripts (e.g., Perl, VBScript) on Windows and UNIX 
systems. 

Duplicative of T0403 

T0932 
Identify stakeholders who have a security interest in the development, 
implementation, operation, or sustainment of a system. 

Identical to T0933 

T0933 
Identify stakeholders who have a security interest in the development, 
implementation, operation, or sustainment of a system. 

Identical to T0932 

T0970 
Establish scoring and grading metrics to measure effectiveness of continuous 
monitoring program. 

Identical to T0985 

T0983 
Use the continuous monitoring data to make information security 
investment decisions to address persistent issues. 

Identical to T1005 

T0985 
Establish scoring and grading metrics to measure effectiveness of continuous 
monitoring program. 

Identical to T0970 

T1005 
Use the continuous monitoring data to make information security 
investment decisions to address persistent issues. 

Identical to T0983 

 


