
+discussion in the new year with some custom graphics

If NIST NICE desires to maximize promotion of 800-181 to Commercial/Enterprise leaders (increase 
acceptance and public-private sector collaboration): 

1. Fix the policy/vocabulary and operational gaps between ‘Risk’ and ‘Threat’ first? (see PNG
attached)

a. Example, even NIST definitions show the difference between ‘IT risk’ (technical) and
‘Business risk’ (strategic), but we (including NIST) are not executing/pitching 800-181 in
this?

2. Pitch less ‘Event’/Incident Threat’ ‘SOC’ ‘reactive’ using ‘DHS NPPD/CISA’ alone (start using
NPPD/CISA and I&A jointly? More ‘proactive’ ‘predictive’ ‘preventative’?)

3. Pitch more ‘Fusion Operations’ ‘Risk (Management)’ ‘CRISC’ ‘OpenFAIR’ ‘Carnegie Mellon’
‘USNA’ and ‘External/Internal/Other data class of Threat (Capability, Intent, Controls)’?

a. If you want to be most relevant to ‘C-Suite’ executives who make the decision to
keep/apply 800-181, not the lower level practitioners?
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