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Dear Sirs/Madams, I'm writing to provide an opinion on electronic voting. 

I find it scandalous that the US government has not funded open-source

software and hardware to tackle the problem -- if indeed there is a problem

with NOT using electronic voting. My personal preference would be to have a

very redundant paper trail and I'm not sure electronic voting adds anything

to that goal.

However, if electronic voting is to be used, I would strongly suggest that

the software, hardware specifications, and protocols be freely available to

anyone in the world via physical media or the Internet. There are several

objective reasons to do this:

    1) The machinations of the voting software and hardware can be easily

       scrutinized by any citizen of any political affiliation thereby

       providing necessary security oversight.

    2) The availability of high quality free software, hardware

       specifications, and well documented protocols will further the

       purported goals of US foreign policy to spread democracy. Having

       other democracies adopt and contribute to the voting system can do

       nothing but additionally further that goal.

    3) Freely available source code, hardware specifications, and protocols

       will provide much needed trust in the electoral process. Open-source

       software is typically secure and trustworthy largely due to the huge

       number of people that can and do see it on a regular basis.

    4) The cost to produce high quality open-source software will be orders

       of magnitude lower than the amount of money corporate election

       voting systems cost taxpayers.

And there are these additional subjective reasons:

    5) In my opinion, the current state and cost of corporate electronic

       voting adaption is undemocratic and feeding distrust among

       Americans. This is compounded by the blatant misinformation these

       companies offer regarding the security of their products.

and finally:

    6) Something as sacred to our democracy as the electoral process should

       not be for sale under any circumstances. The People of the United

       States should OWN the intellectual property used to implement any

       federal, state, or local voting system.

I also hope that any impending decisions regarding this topic will be

broadcast to experts in the field of cryptography as well as the general

public.

Thank you for having an email address to send comments to.

      Jim Hourihan,

      San Francisco CA.

