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 7 
1. PURPOSE 8 

This suborder establishes the requirements and associated roles and responsibilities for 9 
documenting and implementing: 10 

• Corrective actions and abatements related to identified nonconformities2 (NCs) of 11 
the NIST Occupational Health and Safety Management System (OHSMS); and 12 

• Improvement actions identified to improve the suitability, adequacy, and 13 
effectiveness of the OHSMS.  14 

 15 
 16 
2. BACKGROUND 17 

As established by NIST P 7100.00, it is NIST policy to carry out all activities in a manner 18 
that protects employees, covered associates, and visitors from occupational injury and ill 19 
health due to NIST workplace hazards.  To effectively carry out this Policy, NIST 20 
implemented an OHSMS as defined in NIST O 7101.00.  21 
 22 
This suborder establishes the process to (1) develop and implement actions to address NCs to 23 
OHSMS requirements specified within NIST O 7101.00 and associated directives used to 24 
implement it and (2) identify continual improvement opportunities (collectively referenced as 25 
“occupational safety and health (OSH) issues”).  This document was written to comply with 26 
the requirements of ISO 45001:2018, Clauses 10.2 and 10.3. 27 

 28 
 29 
3. APPLICABILITY 30 
a. The requirements of this suborder apply to planning for and implementation of:  31 

 32 
(1) Corrective actions and abatements required to address OSH issues identified during the 33 

course of regulatory inspections, internal and external OHSMS audits and assessments, 34 
and analyses and evaluations conducted using the process defined in NIST S 7101.13; 35 
and 36 
 37 

 
1 For revision history, see Appendix A 
2 This process is not intended to address isolated issues that are not found to be systemic in nature, 
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(2) Improvement actions identified during the same types of events and activities. 38 
 39 

b. The requirements of this suborder do not apply to the following: 40 
 41 
(1) Corrective actions and abatements identified through incident investigations governed by 42 

NIST S 7101.24, which shall be managed using the process defined in that Suborder; 43 
 44 

(2) Abatement actions identified through workplace inspections conducted in accordance 45 
with NIST S 7101.26, which shall be managed using the process defined in that 46 
Suborder; 47 
 48 

(3) Abatement actions identified through the investigation of possible unsafe working 49 
conditions governed by NIST S 7101.02, which shall be managed using the process 50 
defined in that Suborder; and 51 
 52 

(4) Improvement actions identified during the conduct of management observations 53 
conducted in accordance with NIST S 7101.05, which shall be addressed according to 54 
OU policies or practices. 55 

 56 
 57 
4. REFERENCES 58 
a. ISO 45001:2018 Occupational health and safety management systems — Requirements with 59 

guidance for use. 60 
 61 
 62 
5. APPLICABLE NIST OCCUPATIONAL SAFETY AND HEALTH SUBORDERS 63 
a. NIST P 7100.00:  Occupational Safety and Health 64 

 65 
b. NIST O 7101.00:  Occupational Safety and Health Management System 66 

 67 
c. NIST S 7101.02:  Reporting of Unsafe or Unhealthful Working Conditions  68 

 69 
d. NIST S 7101.05:  Management Observation Process 70 

 71 
e. NIST S 7101.06:  Safety Culture Program 72 

 73 
f. NIST S 7101.13:  Monitoring, Measurement, Analysis and Performance Evaluation (under 74 

development) 75 
 76 

g. NIST S 7101.14:  Audits and Assessment Program 77 

https://inet.nist.gov/oshe/directives/occupational-safety-and-health
https://inet.nist.gov/oshe/directives/occupational-safety-order
https://www.nist.gov/oshe/safety-programs/employee-reporting-unsafe-or-unhealthful-working-conditions-uwc
https://www.nist.gov/oshe/safety-programs/management-observation-process-mop
https://www.nist.gov/oshe/safety-programs/safety-culture-program
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h. NIST S 7101.23:  Safety Education and Training 78 
 79 

i. NIST S 7101.24:  Incident Reporting and Investigation 80 
 81 

j. NIST S 7101.26:  Workplace Inspection Program 82 
 83 

 84 
6. REQUIREMENTS 85 
a. General Requirements 86 

 87 
(1) OSH issues may be identified through a variety of processes, activities, or events, 88 

including but not limited to: 89 
 90 
(a) Internal and External OHSMS Audits; 91 

 92 
(b) Internal regulatory compliance evaluations; 93 

 94 
(c) External regulatory inspections; 95 
 96 
(d) Activities of NIST S 7101.13, including but not limited to:  97 

 98 
i. Analyses of reports and data from OSH programs such as NIST S 7101.06, 99 

NIST S 7101.24, and NIST S 7101.26 (e.g., trends); and  100 
 101 

ii. OSH Program Assessment Reports. 102 
 103 

(2) Use of the corrective and improvement action (CIA) process shall be mandatory for NCs 104 
and accepted improvement opportunities identified during the activities, events, and 105 
processes identified in Section 6.a(1). 106 
 107 
(a) Abatements may be necessary to address and/or mitigate immediate concerns related 108 

to any NC. 109 
 110 

(b) Minor regulatory violations3 that do not result in a Notice of Violation or other 111 
official notification from a regulatory authority are exempted from this requirement. 112 

 113 
(3) An investigation shall be conducted for each NC identified.  114 

 115 

 
3 Minor regulatory violations would generally be isolated issues and could include things like a damaged rigging 
strap or ladder found in service, an unlabeled chemical bottle, or a single prohibited discharge to a storm sewer.   

https://www.nist.gov/oshe/safety-programs/safety-education-and-training-set-program
https://www.nist.gov/oshe/safety-programs/incident-reporting-and-investigation
https://www.nist.gov/oshe/safety-programs/workplace-inspection-program
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(a) If designated by the Chief Safety Officer (CSO), a root cause analysis (RCA) shall 116 
also be conducted. 117 

 118 
b. Documenting OHSMS NCs and Improvement Opportunities  119 

 120 
(1) OHSMS NCs and improvement opportunities shall be identified and documented as part 121 

of the activities, events, and processes listed in Section 6.a(1). 122 
 123 

(2) The CSO, CIA Program Manager (PM), or a qualified designee shall: 124 
 125 
(a) Review each NC identified in the reports from the activities specified in Section 126 

6.a.(1); and  127 
 128 

(b) Verify the NC meets the definition of an OHSMS NC. 129 
 130 

(3) The CSO, CIA PM, or a qualified designee shall: 131 
 132 
(a) Review each improvement opportunity identified in the reports from the activities 133 

specified in Section 6.a.(1); and  134 
 135 

(b) Determine if the improvement opportunity is accepted to be implemented. 136 
 137 

(4) Individuals responsible for an activity, event, or process where a NC or improvement 138 
opportunity is identified shall record each item in the electronic Safety Event Logging 139 
System (SELS) application. 140 
 141 
(a) A unique identifier shall be assigned to each NC and each improvement opportunity 142 

in the SELS application to facilitate tracking and reporting of subsequent activities 143 
and actions in NIST’s electronic Action Tracking System (ATS) application. 144 

 145 
c. Implementation of the CIA Process 146 

 147 
(1) NCs - Initial Designations and Assignments 148 

 149 
(a) The CSO shall designate whether the NC requires an investigation only or an 150 

investigation with an RCA. 151 
 152 

(b) For each NC, the CSO, CIA PM, or designee shall assign an NC Investigator 153 
responsible for: 154 
 155 
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i. Documenting abatement actions taken to address and/or mitigate impacts 156 
associated with the NC; 157 
  158 

ii. Conducting an investigation into the NC and documenting the results (and if 159 
required by Section 6.c(1)(a) an RCA shall be included); 160 

 161 
(i) NC Investigators may form an investigation team at their discretion.  162 

For NCs involving OUs other than OSHE, this team will typically 163 
include representation from the impacted OU.  The OU representation 164 
on the team will be coordinated between the NC Investigator and 165 
OU(s) line management.  166 

 167 
iii. Developing an action plan to address the NC, ensuring proposed actions 168 

address findings and any determined root causes and are designed to prevent 169 
similar issues occurring in other parts of the OHSMS and/or NIST operations 170 
and locations;  171 

 172 
iv. Ensuring the action plan is adequately implemented and effective within the 173 

approved time period and according to plan elements;  174 
 175 

v. Revising the action plan as necessary; and 176 
 177 

vi. Providing reports as requested on the status and accomplishment of the action 178 
plan until it is formally closed. 179 

 180 
(c) NC Investigators will be OSHE staff who are qualified and designated as Lead 181 

Investigators under NIST 7101.24 Incident Reporting and Investigation.  Exceptions 182 
to this requirement may be granted by the CSO on a case-by-case basis. 183 

 184 
i. For issues specific to a given OU or OUs, the NC Investigator will coordinate 185 

with the relevant OU line management to identify additional investigators 186 
from the impacted OU(s), if needed. 187 

 188 
(2) NC Investigations 189 
 190 

(a) The NC Investigator shall conduct an investigation, and if required, an RCA of the 191 
NC.   192 

 193 
i. The following shall be documented in NIST’s electronic SELS application for 194 

each investigation: 195 
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(i) A summary of the investigative approach or method (e.g., 5-Whys or 196 
Fishbone); 197 
 198 

(ii) A summary of the investigation findings; and 199 
 200 

(iii) At least one root cause of the NC, if an RCA is required. 201 
 202 

ii. Investigations shall be completed within 40 business days of the date the NC 203 
is entered into SELS.   204 

 205 
(i) Extensions may be approved by the CSO or CIA PM and shall be 206 

documented. 207 
 208 

(3) Corrective Actions and Abatements Planning for NCs 209 
 210 

(a) For each NC, the assigned NC Investigator shall document an action plan in NIST’s 211 
electronic SELS application, consisting of: 212 

 213 
i. One or more corrective actions as needed to eliminate the root cause (or NC if 214 

an RCA was not required) and prevent recurrence of the NC or prevent 215 
occurrence of the same or similar OSH issues elsewhere in the OHSMS and/or 216 
NIST operations; and 217 
 218 

ii. Abatement actions as needed to immediately address and/or mitigate impacts 219 
of a NC. 220 

 221 
(b) Corrective and abatement actions shall be developed in coordination with the line 222 

management of impacted OUs.  Specifically, any corrective or abatement action 223 
developed that is specific to a given OU shall be developed in concert with that OU, 224 
to include concurrence that the proposed action(s) and assignee(s)/verifier(s) are 225 
appropriate.  Assignees must have the authority and resources to implement actions 226 
assigned and verifiers should be in the chain of command of the assignee.  227 
 228 

(c) Each corrective action or abatement shall include: 229 
 230 

i. A description of each specific action, including interim actions as needed; 231 
 232 

ii. Planned or actual completion dates for each action.  233 
 234 
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(i) For actions expected to take more than 30 business days to complete, a 235 
plan shall be included, documenting milestones and associated 236 
completion dates; 237 

 238 
iii. Identification of the individual assigned to implement or facilitate each action 239 

through its completion (“Assignee”); and 240 
 241 

iv. For corrective actions only, identification of an individual in line management 242 
responsible for verifying the action is complete (“Verifier”). The Verifier for a 243 
given action cannot be the Assignee.  244 

 245 
(4) Improvement Actions - Initial Designation and Assignment 246 

 247 
(a) For each improvement action, the CSO, CIA PM, or designee will assign an 248 

Improvement Action Owner who will be responsible for: 249 
 250 

i. Determining whether an action plan is needed;  251 
 252 

ii. If appropriate, developing an action plan to address the opportunity; and 253 
 254 

iii. If appropriate, ensuring proposed actions are designed to address similar 255 
issues that may occur in other parts of the OHSMS and/or NIST operations 256 
and locations. 257 

 258 
(b) Improvement Action Owners shall be OSHE staff members.  Exceptions may be 259 

granted by the CSO on a case-by-case basis. 260 
 261 

(5) Improvement Actions Planning 262 
 263 

(a) For each improvement opportunity, the assigned Improvement Action Owner shall 264 
document an action plan in NIST’s electronic SELS application, consisting of one or 265 
more improvement actions to implement the improvement opportunity. Any 266 
improvement action developed that is specific to a given OU shall be developed in 267 
concert with OU line management, to include concurrence that the proposed action(s) 268 
and assignee(s) are appropriate.  Assignees must have the authority and resources to 269 
implement actions assigned and verifiers should be in the chain of command of the 270 
assignee. 271 

 272 
 273 
 274 
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(b) Each improvement action shall include: 275 
 276 

i. A description of each specific action, including interim actions as needed; 277 
 278 

ii. Planned or actual completion dates for each action.  279 
 280 

(i) For actions expected to take more than 30 business days to complete, a 281 
plan shall be included, documenting milestones and associated 282 
completion dates; 283 

 284 
iii. Identification of the individual assigned to implement or facilitate each action 285 

through its completion (“Assignee”); and 286 
 287 

iv. Identification of an individual in line management responsible for verifying 288 
the action is complete (“Verifier”). The Verifier for a given action cannot be 289 
the Assignee.  290 

 291 
(6) Action Plan Evaluations and Approvals 292 

 293 
(a) The CSO, CIA PM, or qualified designee shall evaluate and approve all action plans 294 

within seven calendar days of submittal.   295 
 296 

i. Approvals shall be documented in NIST’s electronic SELS application.  297 
 298 

ii. The review shall assess the potential for the proposed actions to address risks 299 
and opportunities, to eliminate or mitigate specific hazards, and otherwise 300 
enhance the SMS. 301 

 302 
(b) The Executive Safety Committee shall be informed of the action plan(s) as part of 303 

management review. 304 
 305 

(7) Action Plan Implementation and Management 306 
 307 

(a) NC Investigators and Improvement Action Owners shall monitor the progress of 308 
action plan activities to help ensure timely completion that positively advances safety 309 
at NIST. 310 
 311 

i. If revisions that materially impact any of the corrective or improvement 312 
actions are needed (e.g., revisions of the specific actions to be taken, deadline 313 
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extensions), the NC Investigator/Improvement Action Owner shall document 314 
proposed revisions in NIST’s electronic SELS application. 315 
 316 

ii. The CSO, CIA PM, or a qualified designee shall review and approve proposed 317 
action plan revisions prior to their implementation. 318 
 319 

iii. NC Investigators/Improvement Action Owners shall document approved 320 
revisions in NIST’s electronic SELS application.  321 

 322 
(b) Assignees shall use NIST’s electronic ATS application to document the 323 

implementation of each corrective action, abatement, or improvement action they are 324 
assigned. 325 
 326 

i. Until such time that an action time is completed, it’s status shall be maintained 327 
as “Open”. 328 
 329 

ii. If the action has been fully addressed according to the approved action plan 330 
(including approved revisions), the Assignee shall designate its status to be 331 
“Implemented”. 332 

 333 
(c) After notification that a corrective action has been “Implemented”, Verifiers shall 334 

review each action they are responsible for overseeing.   335 
 336 

i. If the action is fully implemented and determined effective, the Verifier shall 337 
designate its status to be “Closed”.   338 
 339 

ii. If actions are determined to be incomplete or ineffective, the Verifier shall 340 
notify the NC Investigator/Improvement Action Owner and Assignee, return 341 
the action to the Assignee in an “Open” status, and provide details necessary 342 
to complete implementation.   343 

 344 
(d) NC Investigators/Improvement Action Owners shall certify completion of the action 345 

plan once all planned, approved corrective actions are “Closed” by Verifiers. 346 
 347 

i. If all actions are “Closed”, the action plan status shall be designated as 348 
“Complete”. 349 
 350 

ii. If all actions are not “Closed”, the action plan status shall remain “Open”. 351 
 352 
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(e) The CSO shall have the authority to review each completed action plan and request 353 
additional actions if they deem it necessary to prevent recurrence/occurrence of an 354 
associated NC.   355 
 356 

i. If additional action(s) are requested, the action plan shall be reopened and the 357 
new action(s) documented, assigned, and processed per the steps identified 358 
above. 359 

 360 
d. Records Required by this Suborder 361 

 362 
(1) NIST’s electronic SELS and ATS applications shall be maintained to provide a record of 363 

each NC and improvement opportunity, associated reviews, revisions, and investigation 364 
results, and completed action plans.  These records shall be maintained indefinitely. 365 
 366 

(2) Metrics required by this Suborder per Section 6.e. 367 
 368 
e. Monitoring and Reporting 369 

 370 
(1) The CIA PM shall maintain the following metrics, by fiscal year: 371 

 372 
(a) Number of NCs and Improvement Opportunities reported; 373 

 374 
(b) Recurrences of NCs; and 375 

 376 
(c) For corrective actions, abatements, and improvement actions: 377 
 378 

i. Number identified; 379 
 380 

ii. Number completed;  381 
 382 

iii. Percent completed on time; and 383 
 384 

iv. Number of overdue items. 385 
 386 

(2) The CIA PM shall provide a quarterly summary of program activity to the CSO and an 387 
annual summary to the Executive Safety Committee. 388 

 389 
(3) The CSO shall provide a summary of CIA Program metrics to the NIST Executive Board 390 

during OHSMS Management Reviews, including a summary of specific overdue 391 
corrective actions. 392 
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f. Training 393 
 394 
(1) Training shall be conducted and recorded in accordance with the requirements of the 395 

NIST S 7101.23. 396 
 397 

(2) NIST staff who function as NC Investigators or Improvement Action Owners shall 398 
receive general training on the requirements of this Suborder as a baseline for learning 399 
the process. 400 
 401 

(3) NC Investigators who are required to conduct investigations/root cause analyses shall 402 
complete prior training on investigation principles and methods.   403 
 404 

NOTE:  This training can be provided by OSHE (course NIST S 7101.24: Incident 405 
Investigation - Principles and Methods) or an equivalent training provided by an 406 
external provider.  407 

  408 
(4) Safety issues identified and the corrective actions implemented to address them shall be 409 

incorporated into  “lessons learned” materials for use in NIST safety training and other 410 
safety communications. 411 
 412 
 413 

7. DEFINITIONS 414 
Definitions common to all NIST OSH suborders can be found in Section 6 of NIST O 7101.00. 415 
The definitions specific to this suborder are as follows: 416 
 417 
a. Abatement – Actions taken to immediately address and/or mitigate impacts of a NC that 418 

support gaining control over the conditions, processes, and/or operations, and that address 419 
near-term impacts to workers including moving them away from the site of the 420 
nonconforming situations. 421 
 422 

b. Corrective Action – Action taken to eliminate the cause(s) of an OHSMS NC. 423 
 424 

c. Deficiency – A deviation from established requirements.  425 
 426 
NOTE: A deficiency may be an unsafe or unhealthful working condition if it presents a 427 
hazard (e.g., unguarded pinch point) or an administrative deficiency if it does not (e.g., 428 
missing "emergency contact" sticker on telephone). 429 

 430 
d. Material Revision – Any revision to an action plan that directly impacts an action to be taken 431 

or the timeframe in which it will be completed. 432 



 

NIST S 7101.27 Ver. 1 (Uncontrolled Copy in Print) Page 12 of 15 
 

e. Nonconformity – Systemic non-fulfillment of any requirement of the NIST OHSMS. This 433 
can include deviations from a Suborder requirement, safety standard, practice, procedure, 434 
legal requirement, or applicable regulation.  This term can be used interchangeably with 435 
“nonconformance”.   436 

 437 
f. Improvement Opportunity – Identified opportunity to improve the suitability, adequacy 438 

and/or effectiveness of the OHSMS. 439 
 440 
 441 
8. ACRONYMS 442 
Acronyms common to all NIST OSH suborders can be found in Section 7 of NIST O 7101.00.  443 
The acronyms specific to this suborder are as follows: 444 

 445 
a. ATS – Action Tracking System 446 

 447 
b. CIA – Corrective and Improvement Action Program 448 

 449 
c. CSO – Chief Safety Officer 450 

 451 
d. NIST – National Institute of Standards and Technology 452 

 453 
e. NC – Nonconformity 454 

 455 
f. OSHE – NIST Office of Safety, Health, and Environment 456 

 457 
g. OHSMS – NIST Occupational Health and Safety Management System 458 
 459 
h. PM – Program Manager 460 

 461 
i. RCA – Root Cause Analysis 462 

 463 
j. SELS – Safety Event Logging System 464 
 465 

 466 
9. RESPONSIBILITIES 467 
Roles and responsibilities common to all NIST OSH suborders can be found in Section 8 of NIST 468 
O 7101.00. The roles and responsibilities specific to this suborder are as follows: 469 
 470 
a. NIST CSO is responsible for overall implementation of this Suborder, including carrying out 471 

specific duties established herein and maintaining the SELS and ATS applications. 472 
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b. OU Directors are responsible for: 473 
 474 
(1) Ensuring effective participation in investigations as needed; and  475 

 476 
(2) Ensuring corrective or improvement actions assigned to their OU are completed and 477 

are effective.  478 
 479 

c. CIA PM is responsible for: 480 
 481 

(1) Maintaining this Program and providing implementation guidance as needed; 482 
 483 

(2) Carrying out duties as established in this Suborder. 484 
 485 
d. NC Investigators are responsible for the following for each NC or they are assigned to 486 

address: 487 
 488 
(1) Conducting and documenting a thorough investigation, and if required an RCA; 489 

 490 
(2) Developing and documenting an action plan designed to prevent recurrence of a NC, and 491 

revising as necessary; 492 
 493 

(3) Monitoring action plans to ensure timely, adequate, and effective completion; 494 
 495 

(4) Maintaining case specific information in NIST’s electronic SELS and ATS applications; 496 
and 497 
 498 

(5) Certifying completion of action plans. 499 
 500 

e. Improvement Action Owners are responsible for the following for each improvement 501 
opportunity they are assigned to address: 502 

 503 
(1) Developing and documenting an action plan designed to implement an improvement 504 

opportunity, and revising as necessary; 505 
 506 

(2) Monitoring action plans to ensure timely, adequate, and effective completion; 507 
 508 

(3) Maintaining case specific information in NIST’s electronic SELS and ATS applications; 509 
and 510 
 511 

(4) Certifying completion of action plans. 512 
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f. Assignees are responsible for implementing and documenting corrective actions, 513 
improvement actions, and abatements as assigned. 514 
 515 

g. Verifiers are responsible for reviewing and certifying implementation of corrective and 516 
improvement actions as assigned, and documenting completion. 517 

 518 
 519 

10. AUTHORITIES 520 
There are no authorities specific to this suborder alone. For authorities applicable to all NIST 521 
OSH suborders, see section 9 of NIST O 7101.00. 522 

 523 
 524 
11. DIRECTIVE OWNER 525 

Chief Safety Officer 526 
 527 
 528 

12. APPENDICES 529 
A. Revision History 530 
 531 
  532 



 

NIST S 7101.27 Ver. 1 (Uncontrolled Copy in Print) Page 15 of 15 
 

Appendix A. Revision History 533 
 534 

Version 
No. Approval Date Effective Date Brief Description of Change; Rationale 

Ver. 1 06/06/2025 06/06/2025 • None – Initial document 

 535 
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