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26 May 2023 

 

TO WHOM IT MAY CONCERN 

National Institute of Standards and Technology (NIST) 

100 Bureau Drive 

Gaithersburg, MD 20899 

 

RESPONSE TO THE REQUEST FOR FEEDBACK FOR THE DISCUSSION DRAFT OF THE NIST CYBERSECURITY 
FRAMEWORK (CSF) V2.0 CORE 

We are pleased to our feedback based on the latest proposed changes in the Discussion Draft of the NIST 
Cybersecurity Framework 2.0 Core dated 24 April 2023. 

The opinions contained herein are Ensign’s only. The opinions are provided for consideration in the development of 
the next version of the CSF only. 

This document is prepared for NIST. Ensign InfoSecurity will not be held responsible for parties beyond NIST. The 
circulation of this document to parties beyond NIST must be approved by Ensign InfoSecurity in writing. 

We trust that you will find the contents of the document meeting your needs. 

Please reach out to me at  for any further clarifications or collaborations. 

 

 

Yours Sincerely 

Mr. Teo Xiang Zheng 

Vice President of Advisory, Consulting 

Ensign InfoSecurity (Singapore) Pte. Ltd. 

[This is an electronic document and requires no signature] 
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