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	Reference  
	Comment

	Specific Issue.
	ES&S employs the use of an infrared based wireless communications between the iVotronic DRE and the memory device that actuates and works with the iVotronic.  An exacting physical alignment is required between the PEB and the iVotronic before either device is powered up and prior to initiation of the infrared communications.  Such infrared is enclosed with a physical port/well in the DRE and transmits across a distance of less than a quarter of an inch.  When the PEB is removed from the iVotronic well, the PEB powers down and infrared communications ends.  There is no broadcasting or continuous communications of data in any direction, unless the strict physical alignment is in place.  Over 40,000 such iVotronic DRE voting machines are in the field today.  Such controlled, secure wireless communications should not be prohibited.


	Specific Issue.
	Certain customer jurisdictions make use of wireless and cellular based communications to transfer unofficial vote totals from the polling place, after polls close, to the election central computer system.  Such unofficial transmissions are later checked and validated against results paper tape printouts generated at the polling place.  In addition, jurisdictions have the ability to carry such vote totals into election central via the memory devices from the voting machines.  If for any reason a transmission is interrupted or fails, these techniques serve as backup processes and validation / audit points used before the election results are declared official.  Such techniques completely mitigate any telecommunications based security concerns and maintain systems integrity regardless of any and all telecommunications techniques that can be used by those attempting to compromise the transmissions systems.  While the most advanced encryption and secure transmission based techniques are desirable, they are not absolutely necessary given these overriding systems management processes that guarantee systems integrity.




