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I find it absolutely absurd that electronic voting machines are allowed

deployment without rigorous, third-party, OPEN testing.  It seems contra to

fundamental information assurance REQUIREMENTS for other areas of

Government.  These devices use cryptography; yet, they are not upheld to the

FIPS140-2 standard for non-classified Government deployment.  These devices

must maintain some level of security function; however, they're not required

to endure Common Criteria evaluation.

I smell a rat.  Looks like a rat.  Smells like a rat.  Sounds like a rat.

Diebold, and other vendors, must be held to the same standards that vendors

in other information technology sectors are.  To say otherwise implies that

SOMEONE has a vested interest in these electronic voting schemes being

insecure and unaccountable.

-David Querin

 david@securityage.com

