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ATTACK SOPHISTICATION VS. INTRUDER TECHNICAL Guidance and Feedback
KNOWLEDGE _ ¢ Scenario with a story guides the user step by step.
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** Steps

Government ¢ Introduction of the topic through communicating

Education 0 lectures : Conclusion & Future Works
13% Implementation ‘

16% 9% Accounting % Interactive Story with problems ¢ Provokes the thinking process by providing challenges.
* Interactive process to engage participants in the story or
the problem.
*»* Participants see the future consequences of their actions,
makes the learning process interesting.
¢ Full course design using this method is underway.

« Story can be lead to different directions in accordance to | | ** Some scenarios are implemented using Articulate Storyline.
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6% Financial ¢ Participants interactively communicate with the story
and also the problem
¢ Challenges stimulate participants to use their reasoning
and knowledge learned from classes
“*Participants become aware of the consequences of their e T
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6% Computer Software

Healthcare
36% 5% Information Technology
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