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CORONAVIRUS PHISHING EMAILS 

Since news of the Coronavirus (or COVID-19, the name of the respiratory disease it 
causes) hit international headlines, many cybercriminals have played on its infamy to 
target unsuspecting users. For authoritative information on the Coronavirus, visit the 

World Health Organization and the Centers for Disease Control. 

What to Look For: 5 Signs a Coronavirus Email is a Phish 

Plays on Fear and Urgency -0 ,.,Asks for Credentials, Personal, or Financial 
Information 

Uses an Unfamiliar Greeting 
• 

fa•0 @Has a Sketchy Email Address 

e Makes Spelling or Grammar Errors ~ 
See Something? Report It. 

• Report by using the Reporter Button on your desktop or mobile device. OR If 
you receive a suspicious message, please forward to 

Hosted PROGRAM_CONTACT_DETAILSReporter 

To see the latest threats, visit 
btlRs:1/cofense.com/solutions/tof:!ic/coronavirus-infocenter/ 
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Review on Corona Virus Update for orgon2020-03-18 

ffice 365 coronavlrus Rw/ew 

CASEID:Coronavirus 
EMMERGENCY NO: 911 - 112 
EMAILID:EDCARN@wholnl 
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COVID-19 Precaution & Diligence 


