
   

            
                

 

        
            

          
   

                    
          
           

 
             
             

           
          

 

  

 

   

    

 

Dear NIST team, 

Thank you for sharing the "DRAFT Baseline Criteria for Consumer Software Cybersecurity 
Labeling" document. I had a chance to go through the document; and wanted to share my 
views 

 a well written document with good coverage 
 the document recommends binary labels. I understand the drivers and the 

simplicity. However, I see it can potentially dilute definition of 
cybersecurity severity 

 It is good to know scope of the label -- it is for the device or the back-end server 
software. If the back-end server/systems can impact consumer device cybersecurity 
adversely -- how does the consumer assess the situation for proactive 
corrections/mitigations. 

 it will be good to understand how labeling applies to downloadable software 
 it will be good to understand how labeling applies to SaaS software 

o Software updates are frequent. Sometimes the updates are beyond individual 
control. How would the consumer know cybersecurity information prior to 
download/update. 

Best regards 

- Goutam Sinha 

WOPLLI Technologies 


