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Dear Technical Guidelines Development Committee,

I would like to say that any voting tool *must* have a paper audit trail.

Ie, the voter must be able to see who they voted for on a piece of paper

that is then put into a ballot box.  Any computer can have bugs, any system

can be tampered with.  Only a paper trail can guarantee democracy in our

nation.

In past elections, some votes were counted twice.  In florida, in a precint

with 600 voters, one candidate received negative 16,022 votes.  That's

right,

*negative votes*.  This was apparently due to a "faulty memory card".

Recounts that depend on the machine cannot be trusted anymore than the first

result from the machine.  Because if any machine can be tampered with, the

temptation

to "fix" an election that can't otherwise be verified is too strong.

I also suggest that a certain percentage, say 0.5% to 1% of all voting

districts be recounted automatically by hand, to verify the operation

of the machines.

One other person posted online his thoughts:

 Actually, there is a easy compromise.

   1. First, take a paper ballot that can be read by a DRE machine (similar

to a scantron).

   2. Next, build a electronic voting machine that has a nice menu system,

comes in whatever languages you need, supports all those nice blind

accessible features and allows people to preview their vote before commiting

it.

   3. Insert paper ballot into machine.

   4. Have electronic voting machine print the vote onto the paper ballot.

This can be as simple as using a LED printer or as fancy as using special

paper that reacts to intense light or heat to make a mark.

   5. After a person takes out their paper ballot, have them actually *look*

at it to make sure there isn't anything evil going on.

   6. Next, insert paper ballot into DRE machine for electronic count.

   7. At the end of the day, take a random sample of the ballots and tally

them by hand to make sure what the DRE machine says and what your hand tally

says are close statistically.

This method has a lot of benefits. First, if your electronic voting printer

machine breaks, people can still vote with pens. If your DRE machine breaks,

people can still tally by hand. If you want to do a recount, you have paper

ballots. The voter still has access to a nice paper ballot that they can

check before they drop it off. Plus you get all the benefits of an

electronic voting machine when it is working properly.

Its biggest drawback is that you need two machines instead of one. However,

your voting machine has just been turned into a rather dumb printer with a

screen and a DRE is nothing more than an optical recognition system that is

nice old reliable technology that a lot of counties already have invested

in.

Am I missing some reason why the current crop of electronic voting machines

aren't as simple as this?

thank you very much for your time.

Chen Ling

