Use of Mobile Biometric Devices
In Border Patrol Operations
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Mobile Unit Description
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Fingerprints and facial images sent to government
databases for searching against all galleries
Biographic information and unique identifier (CIV ID) sent along
with transaction
Collected data cached on device In interoperable format for
later extraction and sharing (future)

Facial image quality to allow facial recognition in other
government databases

Face and fingerprint image meet quality standards of
ANSI/NIST-ITL with associated metadata to ensure
traceability and filtering capabilities for later use (future)

Images geo-tagged for metadata filtering (future)



Current device requires multiple log-ins which frustrates
users; need direct connect to network and single sign on

Need the ability to capture biometrics offline and cache in a
standard format for later extraction and use

SEEK QWERTY keyboard and screen on current device is
small; makes data entry tedious and time consuming

SEEK daylight viewable screen is poor, both direct and
Indirect sunlight dissolve screen resolution

Current tablet tested requires external keyboard for log-in



Incorporate direct connect to DHS Network and single sign
on for application access
Capture and submit iris images to government databases

Cache biometric data on device in standard format and
make available for extraction and additional sharing

Incorporate e3Lite user interface onto a tablet type device
with biometric capabilities for additional use cases (TABB

program w/DHS S&T)



