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NIST’s Interest in Biometrics

• A core component of NIST’s mission is the 
assessment of technology, establishment of 
metrics, and the setting of standards



USA Patriot Act
• The USA Patriot Act specifically mandated that NIST develop and 

certify a standard for verifying the identity of persons applying for a 
visa or seeking to enter the United States, and that NIST provide 
technical support to the Attorney General and Secretary of State in 
evaluation of biometric identification systems for Entry and Exit Data 
System for U.S. borders. 

• Since that time, other agencies, including the U. S. Department of 
Homeland Security (DHS), Federal Bureau of Investigation (FBI), 
and the U. S. Dept. of Justice (DOJ), have sought technical 
guidance from NIST in several evaluations of biometric systems 
which may be considered for homeland security
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Extending SDK Testing to Latents

• Like to extend performance testing to latent fingerprints
• Make tests as automated as possible 

– Simplify testing logistics
– Protect vendor proprietary data
– Protect Data
– Decouple the performance of the automated system from the 

performance of latent examiners to the greatest degree possible
• These requirements suggest

– SDK (= Software Development Kit)
– “Lights-out” testing 



Representative Latent Fingerprints

Good Bad

Ugly

Unusable

Excellent



Schematic of ELFT-2007
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ELFT in Outyears (2008+)
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• Contributors/Team
– Mike Garris
– Patrick Grother
– Mike Indovina
– Craig Watson
– Stephen Wood



Addition Information

• Fingerprints http://fingerprint.nist.gov/
• ELFT 

http://fingerprint.nist.gov/latent/elft07/
• Workshop 

http://www.itl.nist.gov/iad/894.03/latent/i
ndex.html

• vdvorny@nist.gov

http://fingerprint.nist.gov/
http://fingerprint.nist.gov/latent/elft07/
http://www.itl.nist.gov/iad/894.03/latent/index.html
http://www.itl.nist.gov/iad/894.03/latent/index.html
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