Trello, Rachel M. (Fed)

From: INFILTRON SOFTWARE SUITE <infiltronapp@gmail.com>

Sent: Thursday, January 25, 2024 4:41 PM

To: Trello, Rachel M. (Fed)

Subject: Re: EXECUTIVE ORDER ON SAFE, SECURE, AND TRUSTWORTHY ARTIFICIAL
INTELLIGENCE

Hello Rachel,

We would like to contribute our following trademarks to be licensed, adopted, and/or enforced by the governing body
for Executive order on Safe, Secure, and Trustworthy Development and Use of Artificial Intelligence issued on October
30, 2023 :

Infiltron’s Trademarks/R&D

BIOMETRIC TECHNOLOGY EQUALITY STANDARD
Goods and Services

IC 009 US 021023 026 036 038 G 8 & Computer software for gathering and managing human biometric data. downloadabie
mobile applications for gathenng and managing human bometnc data. software for the authentication and verficaton
of a human based on physiological charactensbics, namely, racial and gender charactensacs, for the purpose of
controlling digital and physical access 10 a secure network.

BIOMETRIC LEGAL COMPLIANCE AND GOVERNANCE STANDARD PROTOCOL

Goods and Services

IC 009 US 021 023 026 036 032 G 4 § Computer hardware and compuler operating software for gathenng and managing
human biometric data to provide enhanced security requirements and mitigation of conflicts of interest and
disclosure-based nsks in the fields of legal ethics, sk management and industry comphance

IC 042 US 100 101. G & S Software as a service (SaaS) featuring software for gathenng and managing human biometnc
data to provide enhanced security requirements and mitigation of conflicts of interest and disclosure-based risks in the
fields of legal ethucs, nsk management and industry comphiance, Platform as a sernce (PaaS) featunng computer
software platforms for gathering and managing human biometnic data to provide enhanced security requirements and
mibgaton of conficts of interest and disclosure-based nsks in the fields of legal ethvcs, nsk management and mndustry
compliance

Thank you,
=]

The Infiltron Team

“Infiltron’s proprietary protection methods are advanced encryption that provides stronger protection from harvest
now, decrypt later and quantum computer attacks.”

Woman Veteran Owned Small Business.

CONFIDENTIALITY NOTICE:

This material is intended for the named recipient and, unless otherwise expressly indicated, is confidential and privileged information. Any
dissemination, distribution or copying of this material is prohibited. If you received this message in error, please notify the sender by replying
to this message and then deleting it from your system. Your cooperation is appreciated. This email contains trade secrets or otherwise
confidential information owned by the original sender/Company. Access to and use of this information is strictly limited and controlled by the
original sender/Company. Such trade secrets may not be used or disclosed outside of this or in any way not authorized by the original
sender/Company.

On Thu, Jan 4, 2024 at 12:31 PM Trello, Rachel M. (Fed) <rachel.trello@nist.gov> wrote:

Hello,



Thank you for reaching out and your interest in submitting a comment. Comments may be submitted online via
regulations.gov (linked here) or by emailing ai-inquiries@nist.gov. The closing date to submit comments is February 2,
2024,

Best,
Rachel

From: INFILTRON SOFTWARE SUITE <infiltronapp@gmail.com>

Sent: Tuesday, January 2, 2024 10:29 AM

To: ai-inquiries <ai-inquiries@nist.gov>

Subject: EXECUTIVE ORDER ON SAFE, SECURE, AND TRUSTWORTHY ARTIFICIAL INTELLIGENCE

Hello NIST Ai Team,

How does our team contribute, comment, provide feedback before February for the Executive Order on Al?

Best Regards,

The Infiltron Team

“Infiltron’s proprietary protection methods are advanced encryption that provides stronger protection from
harvest now, decrypt later and quantum computer attacks.”

Woman Veteran Owned Small Business.
CONFIDENTIALITY NOTICE:

This material is intended for the named recipient and, unless otherwise expressly indicated, is confidential and privileged information. Any
dissemination, distribution or copying of this material is prohibited. If you received this message in error, please notify the sender by
replying to this message and then deleting it from your system. Your cooperation is appreciated. This email contains trade secrets or
otherwise confidential information owned by the original sender/Company. Access to and use of this information is strictly limited and
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controlled by the original sender/Company. Such trade secrets may not be used or disclosed outside of this or in any way not authorized by
the original sender/Company.



