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No mention on Forensic methods and capabilities on IOT devices. 
Standards needs to be developed or referenced on this section 
because IOT Forensics may have different requirements and 
implications then computer forensics as we know today. 

[New 8.3]  or [8.2.1] IOT Forensics Standards and Tools 
There currently does not exist a framework or standards for performing 
forensics on IOT devices. This lack of standards will create an immense 
burden on incident responders when responding to incidents involving IOT 
devices. This risk can be remediated by development of standards and 
tools that standardize the storage and access of forensic data that will be 
available for post-mortem analysis. 

 


	COMMENT

