
 

 

 

 

 

 
 

 
 

  
  

 

 

 

 

 
 

_________________________________________________________________________________ 
_________________________________________________________________________________ 

Subject: EXT :FW: Comments on Nist CSF 2.0 
Date: Thursday, March 9, 2023 1:03:19 PM 
Attachments: image001.png 

CAUTION: This email originated from outside your organization. Exercise caution when opening 
attachments or clicking links, especially from unknown senders. 

FYI 

From: Chris White 
Sent: Wednesday, March 8, 2023 10:54 AM 
To: cyberframework <cyberframework@nist.gov> 
Subject: Comments on Nist CSF 2.0 

I would like to see the NIST CSF 2.0 adopt many of the concepts and ideas established by the Cyber 
Defense Matrix.  Consideration and understanding on how the 5 pillars apply against the different 
asset classes, using the framework to determine gaps, as well as how each potential area leans 
toward Technical or People based solutions, but process spreads across all. 

I also believe that the idea of a new pillar, govern, doesn’t really help or support the function of NIST 
CSF.  Governance as a pillar won’t really bring value to the CSF – by addressing the CSF cycle you are 
achieving governance. 

Chris White I  CISO 
Ventech Solutions, Inc. 

www.ventechsolutions.com 
[gcc02.safelinks.protection.outlook.com] 

_________________________________________________ DISCLAIMER: This message (including 
any attachments) may contain confidential, proprietary, privileged and/or private information. The 
information is intended to be for the use of the individual or entity designated above. If you are not 
the intended recipient of this message, please notify the sender immediately, and delete the 
message and any attachments. Any disclosure, reproduction, distribution or other use of this 
message or any attachments by an individual or entity other than the intended recipient is 
prohibited. The security of our clients is a top priority. Therefore, we have put efforts into ensuring 
that the message is error and virus-free. Unfortunately, full security of the email cannot be ensured 
as, despite our efforts, the data included in emails could be infected, intercepted, or corrupted. 
Therefore, the recipient should check the email for threats with proper software, as the sender does 
not accept liability for any damage inflicted by viewing the content of this email. 
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