
 

 

 

 

 

 

 

  
  

 

 

 
 

Subject: EXT :FW: NIST CSF 2.0 mapping - call to action feedback 
Date: Thursday, March 9, 2023 1:18:44 PM 

CAUTION: This email originated from outside your organization. Exercise caution when opening 
attachments or clicking links, especially from unknown senders. 

FYI 

From: Tom Cornelius < > 
Sent: Sunday, March 5, 2023 11:01 PM 
To: cyberframework <cyberframework@nist.gov> 
Subject: NIST CSF 2.0 mapping - call to action feedback 

Within the “NIST Cybersecurity Framework 2.0 Concept Paper: Potential Significant Updates to the 
Cybersecurity Framework” document that NIST published in January, there is a call to action on page 
5 pertaining to mapping NIST CSF 2.0 to other cybersecurity resources. I would like NIST to consider 
mapping NIST CSF 2.0 to the Secure Controls Framework (SCF). The SCF currently maps to over 100 
cybersecurity and privacy-related laws, regulations and frameworks. It currently includes mapping to 
NIST CSF v1.1. 

Respectfully, 

Tom Cornelius, CISSP, CISA, CRISC, CDPSE, CIPP/US, PCIP, MCITP, MBA 
SCF Founder & Contributor 




