
 

 

 

 

 
 
 

 

  
  

 

 

  

  
 

 

Subject: EXT :FW: AT&T Feedback on CSF 2.0 
Date: Thursday, March 9, 2023 1:52:50 PM 

CAUTION: This email originated from outside your organization. Exercise caution when opening 
attachments or clicking links, especially from unknown senders. 

FYI 

Sent: Monday, January 30, 2023 11:07 AM 

Subject: AT&T Feedback on CSF 2.0 

Below is initial feedback on the CSF 2.0 Draft document. It is primarily from our Chief Security 
Organization. 

Our observations: 

NIST CSF is a Framework and not a Standard; therefore, ultimately whatever is proposed in 
NIST is not directly going to impact AT&T (ASPR) unless we choose to align with it, OR are 
required to align via a contract (which prevails over ASPR) 
References to "Critical Infrastructure" - clear applicability at AT&T; however, defining a CI 
inventory may prove challenging as this is not reflected in current (known) tCMDBs 
While it is broadening in scope, it is taking into account variable applicability based on the 
organization type, size and relevance/scope 
Connections/alignments to other NIST frameworks and standards are being adopted while 
staying technology agnostic...this is good. 
Governance, risk management and metrics for measuring cybersecurity - another good add 
which may be leveraged at AT&T 
Examples of adoption - this is also a good add 

Rich Mosley 
Director, Security & Technology Policy 
AT&T Global Public Policy 




