
From: Wilson, Christopher 

Sent: Thursday, December 21, 2017 4:05 PM 

To: cyberframework <cyberframework@nist.gov> 

Subject: NIST draft Cybersecurity Framework and Roadmap Version 1.1 comments 

Good afternoon NIST, 

My name is Christopher Wilson and I had some questions regarding the NIST draft Cybersecurity 

Framework and Roadmap Version 1.1.  I am working on UAS program in DHS and I did not see in the 

NIST Cyber-Security Framework any information regarding the drones or UAS platforms hacking into 

wireless networks. As you may know, technology is advancing quickly. 

I would like to know if you have someone that would be able to sit down and discuss how NIST 

Cybersecurity Framework would protect critical infrastructure from drones cyber hacks from the air.  I am 

also interested in discussing what best practices or mitigation measures from cyber threats does the NIST 

framework provide to critical infrastructure owner and operators regarding drone hacks. 

https://www.youtube.com/watch?v=MI15rY8dNgA 

Respectfully, 

Christopher A. Wilson 
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