
 

 

From: "Drake Wauters"  
Date: Apr 4, 2017 4:34 AM 
Subject: Comment 
To: "cyberframework@nist.gov" <cyberframework@nist.gov> 
Cc:  

 
Officer Level Responsibility 
  
There must be a sworn duty to protect and defend the integrity and rules of the US cyber security 
system.  Breech of that duty must result in serious personal consequences – as serious as if one gave 
the enemy secrets or aided the enemy or acted fraudulently or committed perjury.  This duty and the 
consequences must apply equally to contractors and federal employees or appointees.  Ignoring security 
flaws, covering up security breaches, and fostering a community of back door access for white and black 
hat hackers needs to be made illegal. 
 
Anything short of this is simply not going to change how seriously the US cares about security or our 
future. 
 
Drake Wauters 


Please consider your responsibility to the environment before printing this e-mail. 
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