From: Michael Graif

Date: Mon, Mar 20, 2017 at 12:14 PM

Subject: Typo on page 16

To: "cyberframework@nist.gov" <cyberframework@nist.qov>

Hello, I'm sure other people have made note of this, but there appears to be a typo on page 16.

587 3.3 Communicating Cybersecurity Requirements with Stakeholders

588  The Framework provides a common language to communicate requirements among
589  interdependent stakeholders responsible for the delivery of essential critical infrastructure
390  services. Examples include:

391 + Anorganization may utilize a Target Profile to express cybersecurity risk management

592 requirements to an external service provider (e.g., a cloud provider to which it 1s

593 exporting data).

594 » Anorganization may express its cybersecurity state through a Current Profile to report

395 results or to compare with acquisition requirements,

596 » A cntical infrastructure owner/operator, having identified an external partner on whom

597 that infrastructure depends, may use a Target Profile to convey required Categories and
598 Subcategories.

399 + A cntical infrastructure sector may establish a Target Profile that can be used among its
600 constituents as an initial baseline Profile to build their tailored Target Profiles.

01  In addition, Implementation Tiers allow organizations to understand how they fit into the larger
02  cybersecurity ecosystem. Organizations can better manager cvbersecurity risk amongst
3  stakeholders by assessing their position in both critical infrastructure and the broader digital

04  economy.
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