
 

 

From: Sally Long  
Date: Wed, Mar 1, 2017 at 3:26 PM 
Subject: Comments during the Update Webinar on the CSF - Mar 1 2017 
To: cyberframework <cyberframework@nist.gov> 
 

 

I have two comments:  

1) Although a new category has been added to the Identify function for supply chain (Supply Chain 

Risk Management, the informative references section has not yet been updated to include relevant 

supply chain security standards like the O-TTPS (approved as ISO/IEC 20243), SP 161 and IS0 

27036. There is a note in the published new version, that says: “NIST is currently working with 

various parties to further refine and update the Informative References illustrated in the Core. These 

updates are still pending.”  

- Is commenting on the current RFI, the primary way for the public to provide input to those updates 

on the informative references? 

 

2) Something to considering for 1.1: In addition to the new supply chain category in the Identify 

function, where you identify your suppliers and the risks around that, it seems there should also be 

some supply chain categories or subcategories in the Protect Function - in terms of what critical 

infrastructure operators should be looking for from their suppliers as the supply chain is an integral 

part of protecting our critical infrastructure.  

 
Thanks and Best Regards, … Sally 
 
Sally Long, Director, The Open Group Trusted Technology Forum 
The Open Group 
800 District Avenue  
Burlington, MA 01803 
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