
 

Safeguarding Health Information: Building Assurance through HIPAA Security 

Hosted by the HHS Office for Civil Rights (OCR) and the National Institute of Standards and Technology (NIST) 

Grand Hyatt Washington, 1000 H Street NW, Washington, DC 20001 

September 2-3, 2015 

Final Agenda with Presentation Links 

Time Day 1 

9:00-9:15 Welcoming Remarks 

9:15-10:00 
Keynote Address 

Jocelyn Samuels, Director, HHS Office for Civil Rights 

10:00-10:15 Break 

10:15-11:15 
Threat Intelligence for Dummies 

Karen Scarfone, Principal, Scarfone Cybersecurity 

11:15-12:15 
Collaborative Approaches for Medical Device and Healthcare Cybersecurity 

Dr. Suzanne Schwartz, Director of Emergency Preparedness/Operations and Medical Countermeasures, 
Center for Devices and Radiological Health, Food and Drug Administration  

12:15-1:15 Lunch  

1:15-2:15 
Interoperability Roadmap and ONC Updates 

Lucia Savage, Chief Privacy Officer, HHS Office of the National Coordinator for Health IT 

2:15-3:00 
The Avalanche of Vulnerabilities 

Chris Clark, Security Engineer, Codenomicon 

3:00-3:15 Break 

3:15-5:00 

Business Associate Liability and Other Issues 

Adam Greene, JD, MPH, Davis Wright Tremaine LLP 
Amy Leopard, Partner, Bradley Arant Blout Cummings LLP 

Jim Wieland, Principal, Health Law and Intellectual Property Groups, Ober | Kaler 

End Conference Day 1 

  

http://www.csrc.nist.gov/news_events/hipaa-2015/presentations/1-2-threat-intelligence-for-dummies-scarfone.pdf
http://www.csrc.nist.gov/news_events/hipaa-2015/presentations/1-3-cdrh-cybersecurity-presentation-schwartz.pdf
http://www.csrc.nist.gov/news_events/hipaa-2015/presentations/1-4-onc-savage.pdf
http://www.csrc.nist.gov/news_events/hipaa-2015/presentations/1-6-ba-panel-presentation.pdf
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Time Day 2 

9:00-9:15 Welcome 

9:15-10:00 

Keynote Address 

Building a Robust Data Security Plan 

Dr. Cris Ewell, Chief Information Security Officer, Seattle Children’s Hospital 

10:00-10:45 
Perspectives from the Office for Civil Rights 

Deven McGraw, Deputy Director, Health Information Privacy Division, HHS Office for Civil Rights 

10:45-11:00 Break 

11:00-12:15 

Best Practices for Safeguarding the Confidentiality, Integrity and Availability of ePHI 

Moderator: Kendra Casey-Plank, Managing Editor, Bloomberg BNA 

Panelists: 

Chris Apgar, CEO and President, Apgar & Associates 
Joe Meyer, Healthcare Practice Director, Coalfire 

David Holtzman, Vice President of Compliance, CynergisTek, Inc. 
Jason Taule, Chief Security and Privacy Officer, FEi Systems 

12:15-1:15 Lunch  

1:15-1:30 
Planning Grant for Healthcare and Public Health Cybersecurity Information Sharing 

Steve Curren, Director (Acting), Division of Resilience and Infrastructure Coordination 
US Department of Health and Human Services, Assistant Secretary for Preparedness and Response 

1:30-2:15 
Start with Security: A Guide for Business 

Cora Tung Han, Senior Attorney, Division of Privacy and Identity Protection, Federal Trade Commission 

2:15-3:15 
Securing Electronic Health Records on Mobile Devices 

Gavin O’Brien, Computer Scientist, NIST National Cybersecurity Center of Excellence 

3:15-3:30 Break 

3:30-4:45 
Updates on HIPAA Compliance and Enforcement 

Iliana Peters, Senior Advisor for Compliance and Enforcement, HHS Office for Civil Rights 

4:45 -5:00 Closing Remarks 

 

http://www.csrc.nist.gov/news_events/hipaa-2015/presentations/2-1-keynote-robust-data-security-plan-ce_well.pdf
http://www.csrc.nist.gov/news_events/hipaa-2015/presentations/2-5-start-with-security-han.pdf
http://www.csrc.nist.gov/news_events/hipaa-2015/presentations/2-6-secure-ehr-mobile-obrien.pdf
http://www.csrc.nist.gov/news_events/hipaa-2015/presentations/2-7-peters-update-hipaa-compli.pdf

