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1 - J. Guzman - - - Appendix B

Why have a separate appendix (B) for 
PII if this document is meant to address 
Critical Infrastructure Protection. It 
would seem that equal emphasis or 
detail is should be placed on the other 
data to be protected. The mention of 
data protection at rest/in transit may 
also have much overlap into PII 
protection.

Appendix A Framework is organized well and 
shows the reference documentation for each type 
or category but after reviewing the Executive 
Order it is not clear why a particular category is 
given special emphasis (e.g. PII). Perhaps 
expand on other sections in own appendices or 
remove Appendix B for consistency while still 
keeping the references in Appendix A.

2 - J. Guzman - - -
Alternative 
Appendix A

Too densely populated and less 
informative. Original Appendix A 
appears to be easier to follow and use 
because it better maps requirements 
from the EO to relevant references and 
standards. 

Continue to use released Appendix A.
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