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Hello CSF Team, 

Thank you for this opportunity to provide feedback on the NIST CSF 2.0 version 2 draft. It was my honor to 
participate on the supply chain risk panel during the workshop panel sessions. I provided comments verbally during 
the workshop sessions, but I promised the team I would also send this specific comment in through the process. 
(We have already provided broader comments through our industry organizations.) 

GV.SC-04: As discussed in the workshop, and confirmed with other peers during the workshop, a mature C-
SCRM program prioritizes the product or service before prioritizing the supplier. For example, products and 
services that manage personal data such as payroll, human resources, etc. are prioritized higher than 
functions such as acquiring printers. These product and services are usually grouped into categories such as 
IT services, but then are segmented further such as networking or office collaboration tools. Ultimately 
when a supplier is assigned to that procurement category (HR/Payroll services) there is a criticality label 
associated (critical, high, medium, and low) so that any supplier attributed to that category receives that 
label. 

Thank you, 
Cassie 

Cassie Crossley 
VP, Supply Chain Security 
Cybersecurity & Product Security Office 
Governance 
Schneider Electric 

 
 

San Francisco, CA 
United States 
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