










PR.DS-08, DE.CM-04, 
DE.CM-05, DE.CM-07) 

and exfiltration, and other 
potentially adverse events 

Platform Security (PR.PS): The 
hardware, software (e.g., 
firmware, operating systems, 
applications), and services of 
physical and virtual platforms 
are managed consistent with 
the organization’s risk strategy 
to protect their confidentiality, 
integrity, and availability 

PR.PS-05: Installation and 
execution of unauthorized 
software are prevented 

Ex3: Configure platforms to use 
only approved Protective DNS 
services that block access to 
known malicious and suspicious 
domains and IP addresses 

Technology Infrastructure PR.IR-01: Networks and Ex2: Logically segment 
Resilience (PR.IR): Security environments are protected organization networks from 
architectures are managed with from unauthorized logical external networks, and permit 
the organization’s risk strategy access and usage (formerly only necessary 
to protect asset confidentiality, PR.AC-03, PR.AC-05, communications to enter 
integrity, and availability, and PR.DS-07, PR.PT- 04) transit the organization’s 
organizational resilience networks from the external 

networks 

We thank you again for the opportunity to provide comments to the Drafts and would appreciate the 

opportunity for further discussion and collaboration with NIST regarding the above. 

Respectfully submitted, 

Cricket Liu, EVP and Senior Fellow 

Ed Hunter, CISO 

Infoblox Inc. 

November 6, 2023 
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