
 

 

 

 

From: Byers, Frederick R. (Fed) < > 
Sent: Thursday, September 21, 2023 4:32 PM 

  
Subject: Potential edits for 2.0 

Hi Cheri, 

Are you are participating with the upgrade to CSF 2.0? If not, can you forward this to the appropriate 
person/committee? 

Below are some edits that may not have been discussed yet for the Framework upgrade to 2.0. 

The ERB editors flagged these for edit in the NISTIR 8441 ERB process; however, we left the language 
the same as it is in the Framework be consistent with the current Framework language. 

ID.BE-2: The organization’s place in critical infrastructure and its industry sector are identified and 
communicated. (industry sector is) (Not sure if I agree with this one.) 



 

 

 

 

 

 
 

PR.DS-6 and PR.DS-8: Integrity checking mechanisms are used to verify software, firmware, and 
information integrity. (Integrity-checking) 

PR.IP-6: Data is destroyed according to policy. (Data are) 

PR.PT-2: Removable media is protected, and its use is restricted according to policy. (Removable 
media are) 
PR.PT-2: Removable media is protected, and its use is restricted according to policy. (and their use) 

PR.PT-5: Mechanism (e.g., failsafe, load balancing, hot swap) are implemented to achieve resilience 
requirements in normal and adverse situations. (Mechanisms) 

These were not flagged but may be appropriate for edit. 
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PR.DS-1: Data at rest is protected. (are protected?) 
PR.DS-2: Data in transit is protected. (are protected?) 

Fred 




