
 
 

 

 

 

 

 
 

 
 

 
 
 

From:  
To: cyberframework 
Cc:  
Subject: U.S, Treasury Infrastructure and Operations (IO) Comments - NIST Draft Cybersecurity Framework (CSF) v2.0 
Date: Wednesday, September 13, 2023 8:26:11 AM 

The U.S. Treasury Infrastructure and Operations (IO) appreciates the 
opportunity to review the CSF 2.0 Public Draft. 
We would like to offer the following comments for NIST consideration to 
further improve upon the cyber risk management element of CSF 2.0.  Thank 
you very much. 

Issue 
The relationship between the draft CSF 2.0 and NIST’s Risk Management 
Framework (RMF). 

Recommendations 
(1) With the introduction of the new “Govern” function in CSF 2.0, NIST has 
increased emphasis on cyber risk management.  In support of this effort, 
recommend NIST consider including a reference to RMF in the CSF 2.0.  This 
could include expanding upon guidance and information in CSF 2.0, Section 4.2, 
to further illuminate the risk management relationship and interdependencies 
between CSF 2.0 and the RMF. 

(2) Recommend NIST consider adding the RMF as an “informative reference” 
in the Cybersecurity and Privacy Reference Tool (CPRT) at 
https://csrc.nist.gov/Projects/cprt/catalog#/cprt/home 




