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Dear NIST CSF,

| spotted a second small error on PR.PT-05 which notes that this has been dropped and moved to PR.IR-04 (FOUR).
This is incorrect as the mapping that correlates is in PR.IR-03 (THREE).

PR.PT-03: Dropped (moved to PR.PS-01)

PR.PT-04: Dropped (moved to PR.AA-07, PR.IR-01)

PR.PT-05: Dropped (moved to PR.IR-04)

Platform Security (PR.PS): The hardware, software (e.g.,
firmware, operating systems, applications), and services of
physical and virtual platforms are managed consistent with the
organization’s risk strategy to protect their confidentiality,
integrity, and availability

PR.PS-01: Configuration management practices are applied (formerly PR.IP-01, PR.IP-03, PR.PT-02,
PR.PT-03)

PR.PS-02: Software is maintained, replaced, and removed commensurate with risk (formerly PR.IP-12,
PR.MA-(02)

PR.PS-03: Hardware is maintained, replaced, and removed commensurate with risk (formerly PR MA-01)

PR.PS-04: Log records are generated and made available for continuous monitoring (formerly PR.PT-01)

PR.PS-05: Installation and execution of unauthorized software are prevented

PR.PS-06: Secure software development practices are integrated and their performance is monitored
throughout the software development life cycle

Technology Infrastructure Resilience (PR.IR): Security

hitectures are d with the organization’s risk strategy
to protect asset confidentiality, integrity, and availability, and
organizational resilience

PR.IR-01: Networks and environments are protected from unauthorized logical access and usage (formerly
PR.AC-03, PR.AC-05, PR.DS-07, PR.PT-04)

PR.IR-02: The organization’s technology assets are protected from environmental threats (formerly PR.IP-
05)

PR.IR-03: Mechani are impl d to achieve resilience requirements in normal and adverse situations
(formerly PR.PT-05)

PR.IR-04: Adequate resource capacity to ensure availability is maintained (formerly PR.DS-04)

Kind Regards,
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