**National Initiative for Cybersecurity Education Working Group (NICE WG)**

**Meeting Agenda**

**Thursday July 16, 2015**

**3:30 – 5:00 pm EDT**

**Conference Bridge Dial-in Number: 1-800-320-4330**

**PIN: 372094**

Agenda:

1. Welcome Remarks (Jane Snowdon)
2. Membership Rollcall
3. Government Update (Bill Newhouse)
4. Industry Update (Jane Snowdon)
	1. NYU – Women’s Security Symposium, July 30, 2015
		* <https://cybersymposium.engineering.nyu.edu/>
	2. Penn State Security Conference, October 14-15, 2015
		* Call for Proposals due July 31, 2015
		* <http://securityconference.psu.edu/>
5. Academic Update (Mo Qayoumi)
6. Feedback on C-Cubed Voluntary Program Webinar: “Cybersecurity for Academia” (Christopher Duvall and Julia Madison)
7. New Business
	1. Save the Date – NICE Conference, November 3-4, 2015 in San Diego (Bill Newhouse)
	2. National Cybersecurity Awareness Month (NCSAM) (Princess Young)
8. Updates by Subgroup Leaders
	1. K-12 (Davina Pruitt-Mentle)
	2. Collegiate (Casey O’Brien, Barbara Endicott-Popovsky)
	3. Competitions (Dan Manson)
	4. Technical Training and Certifications (Shannon Donahue)
	5. Workforce Planning (Jo Portillo)
	6. Workforce Framework (Frank Cicio)
9. Feedback to Draft NICE Strategic Plan (Bill Newhouse)
10. Summary of Action Items
11. Adjourn

NICE Working Group Meeting Schedule for 2015:

August 20th

September 17th

October 15th

November 19th

December 17th

Deliverables and Associated Metrics for 2015:

1. Conduct an Environmental Scan of the Cybersecurity Education and Workforce Landscape
	1. Metric 1: Identify categories of stakeholders
	2. Metric 2: Identify current groups and activities
	3. Metric 3: Identify any gaps in current efforts
2. Provide input into NICE Strategic Direction for Cybersecurity Education and Workforce and offer feedback to draft documents
	1. Metric 1: Documentation of programs and plans in effect
	2. Metric 2: Identification of gaps and generation of new ideas
	3. Metric 3: Establish measures of plan goals and objectives
3. Provide recommendations on Policy changes for more effective cybersecurity education and workforce development
	1. Identify where policies are conflicting
	2. Identify any gaps in policy
	3. Identify methods to streamline policy